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ŝ Estimated State vector. 96–98

∆x[n] Time offset drift. 29, 40

∆̂x[n] Time offset drift estimate. 29

tfh FH packet transmission delay. 51, 60, 67

tipg Ethernet’s inter-packet gap. 51, 60, 67

tptp PTP packet transmission delay. 60, 67

Ts Sampling period. 50

t1[n] Sync departure timestamp. 15, 16, 47, 55, 56

t2[n] Sync arrival timestamp. 15, 16, 47, 55, 56

t21[n] Master-to-slave timestamp difference. 15, 16, 29, 40, 43,

45



xiv

tpps2 [n] Sync arrival timestamp according to the slave’s PPS

RTC.. 55, 56

t3[n] DelayReq departure timestamp. 15, 16, 47, 55, 56

tpps3 [n] DelayReq departure timestamp according to the slave’s

PPS RTC. 55, 56

t4[n] DelayResp arrival timestamp. 15, 16, 47, 55, 56

t43[n] Slave-to-master timestamp difference. 16, 29, 43, 45

T (t) Clock time function. 11

Φ(t) Total instantaneous phase. 10, 11

d̂[n] Two-way delay measurement. 16

V (t) Quasi-sinusoidal voltage. 10

υ Measurement noise vector. 94, 95

υ[n] Time offset measurement noise. 36

V0 Voltage amplitude. 10

σ2
υ Time offset measurements noise variance. 37

t′21[k] k-th vector of drift-compensated master-to-slave times-

tamp differences. 39

t′43[k] k-th vector of drift-compensated slave-to-master times-

tamp differences. 39

dms[k] k-th vector of master-to-slave delays. 38

dsm[k] k-th vector of slave-to-master delays. 38

t21[k] k-th vector of master-to-slave timestamp differences. 38

t43[k] k-th vector of slave-to-master timestamp differences. 38

w State noise vector. 35, 36, 94–97

ω(t) Instantaneous angular frequency. 10

wx[n] Time offset state noise. 35, 36

wy[n] Frequency offset state noise. 35, 36

x[n] Discrete-time time offset. 15, 16, 29, 35, 55, 56

x(t) Continuous-time time offset. 11, 12

x̂[n] Estimated discrete-time time offset. 38–40

x̃[n] Noisy discrete-time time offset. 15, 16

x0 Initial time offset. 11, 12



xv

y[n] Discrete-time frequency offset. 35

y(t) Continuous-time frequency offset. 11, 12
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Abstract

In fifth-generation (5G) mobile communications, clock synchronization is essential for

the correct operation of the network. In this context, as 5G networks are moving to packet-

based networks, the IEEE 1588 precision time protocol (PTP) is the industry-accepted protocol

for flexibly distributing time synchronization. However, when PTP packets are transported in a

cost-effective network without specialized equipment, two main issues impact the performance

of PTP: packet delay variation (PDV) and delay asymmetries. In this type of network, the use

of algorithms to filter the errors introduced by PDV and delay asymmetry is usually helpful.

Thus, this work aims to present an analysis of PTP performance on a cost-effective network

when time-division duplex (TDD) is used on the radio interface. We propose new algorithms

to improve the PTP performance that take advantage of the fronthaul (FH) periodic utilization

pattern when using TDD on the radio interface. Our evaluation is carried out on a realistic

testbed composed of field-programmable gate arrays (FPGAs). The results indicate that the

PTP performance can be improved on this type of network by using the knowledge about the

FH periodicity to correct the queuing-induced asymmetry and more effectively filter the PDV.



Resumo

Em redes móveis de quinta geração (5G), a sincronização do relógio é essencial para o

correto funcionamento da rede. Nesse contexto, à medida que as redes 5G estão migrando para

redes baseadas em pacotes, o protocolo de tempo de precisão IEEE 1588 (PTP) é o protocolo

aceito pela industria para distribuição flexível de sincronização de tempo. No entanto, quando

os pacotes PTP são transportados em uma rede mais econômica, sem equipamento especiali-

zado, dois problemas principais afetam o desempenho do PTP: variação de atraso de pacotes

(PDV) e assimetrias de atraso. Nesse tipo de rede, o uso de algoritmos para filtrar os erros

introduzidos por PDV e assimetria de atraso costuma ser útil. Assim, este trabalho tem como

objetivo apresentar uma análise do desempenho do PTP em uma rede econômica quando duplex

por divisão de tempo (TDD) é usado na interface de rádio. Este trabalho propõe novos algorit-

mos para melhorar o desempenho do PTP que aproveitam o padrão de utilização periódica do

fronthaul (FH) ao usar TDD na interface de rádio. Nossa avaliação é realizada em um ambiente

de teste realista composto de arranjos de porta programável em campo (FPGAs). Os resultados

indicam que o desempenho do PTP pode ser melhorado neste tipo de rede usando o conheci-

mento sobre a periodicidade do FH para corrigir a assimetria induzida pelo enfileiramento e

filtrar o PDV de forma mais eficaz.



Chapter 1

Introduction

The synchronization of clocks in distributed systems has been an important long-standing

problem. It enables applications to operate using the same notion of time, which enables key

functions like determining the order of transactions in a financial application. Synchronization

is a fundamental building block in different fields such as wireless communication, industrial

automation [3], Internet of things (IoT) [4], financial applications [5] and many more [6, 7].

However, synchronizing two or more clocks is typically challenging due to many different as-

pects. One of them is that each clock tends to drift differently due to inherent instabilities and

environmental factors such as temperature [8].

In mobile networks, time synchronization became crucial in the fourth-generation (4G)

and fifth-generation (5G) networks. For instance, the frequency accuracy requirement within

±50 parts ber bilion (ppb), needed for basic operations on base station (BS), has not changed

in the recent mobile generations [9, Chapter 7]. For example, BS needs accurate frequency

to transmit in the correct radio frequency (RF) spectrum and to support handover operation.

In contrast, time synchronization becomes more important with the advance of cooperative

transmission technologies in recent generations. For instance, 5G mostly rely on time-division

duplex (TDD) technology [10], which requires time synchronization of the BS within ±1.5µs

absolute time error [11].

In the majority of mobile network deployments, the primary method of synchronizing

the clocks of distributed network devices was through the utilization of global navigation satel-

lite systems (GNSS). However, the implementation of 5G mobile networks introduced several

demands, such as the enhancement of cell density, indoor cell coverage, and deployment capa-

bilities in areas that present geographical challenges such as tunnels, buildings, and factories



2

where satellite visibility is limited. As a consequence, the use of GNSS-based synchroniza-

tion in these scenarios becomes difficult as the GNSS receiver must have a line of sight to the

satellites. Thus, new techniques are being explored to meet the stringent time synchronization

required by 5G networks and reduce deployment costs.

The industry is adopting a combination of GNSS and IEEE 1588 precision time protocol

(PTP) [12]. Rather than deploying GNSS everywhere, these networks are increasingly using the

IEEE 1588 packet-based network synchronization, where GNSS still provide the primary timing

reference and PTP is responsible for distributing the time synchronization among the network

devices. PTP enables synchronization by exchanging time information over packet-based net-

works between highly accurate devices, called master clocks, and multiple less accurate clocks,

called slave clocks. The performance heavily depends on the networks that are being used to

transmit the PTP packets. For example, in PTP-unaware networks, the PTP performance can

be very affected depending on the nature of the network traffic being transmitted together with

PTP, which can lead to high packet delay variation (PDV) and delay asymmetry. As clarified in

the sequel, this work will focus on this scenario as this type of network, if properly designed,

can be used to provide accurate synchronization in a very cost-effective manner.

In the remainder of this chapter, Section 1.1 describes the context and motivation for

this work, presenting an overview of the use of PTP in timing-unaware networks and how the

information about the nature of the traffic can benefit the synchronization performance in this

scenario. Next, Section 1.2 outlines the content presented in the chapters of this work. Finally,

Section 1.3 summarizes the research contributions.

1.1 Motivation

Mobile networks always required some kind of synchronization. Most legacy networks

utilized frequency-division duplex (FDD) as the technique to separate the downlink and uplink

channels. In FDD, both the uplink and downlink radios transmit simultaneously but at different

frequencies. A predetermined offset is used to separate these frequencies and avoid any interfer-

ence. As a consequence, when using FDD, frequency synchronization is necessary at the radio

interface. This requirement for synchronization is necessary for many reasons. For example,

as the local oscillator at the radio equipment is utilized as the source for the frequency being

transmitted by the radio on the air, any deviation in the frequency of the local oscillator results



3

in the radio transmitting at an incorrect frequency. Therefore, one of the reasons for frequency

synchronization is to ensure that the radios transmit at the correct RF.

Traditionally, frequency synchronization was delivered to the network nodes using time-

division multiplexing (TDM) networks, which were naturally synchronous. For example, in

4G cloud radio access network (C-RAN), the fronthaul (FH) network was based on a point-to-

point synchronous network using technology like common public radio interface (CPRI) [13].

However, motivated by the flexibility and cost-effectiveness of the Ethernet technology and to

meet the demands of ever-growing bandwidth, the industry started to move the radio access

networks (RAN) and the core network to packet-based networks. The problem is that, unlike

CPRI that has frequency synchronization built-in, packet-based technologies like Ethernet are

asynchronous and require other means for distributing synchronization.

Additionally, mobile networks also support technologies like TDD. In TDD mode, net-

works optimize spectral efficiency by sharing the same frequency for uplink and downlink radio,

but at different time slots. As a consequence, TDD requires accurate time synchronization due

to the time-sensitive nature of TDD operation. For example, to avoid unwanted interference

between neighboring base stations and user equipment. In the case of more complex networks,

even tighter time synchronization is required to enable more advanced technologies such as

carrier aggregation (CA), distributed multiple-input multiple-output (MIMO) and coordinated

multi-point (CoMP) [14, Chapter 6]. Therefore, a crucial requirement for deploying the re-

cent generations of mobile networks in a packet-based network is the ability to provide highly

accurate clock synchronization.

The most common method for achieving time synchronization is through GNSS. The

GNSS receiver located within the BS synchronizes with the atomic clocks present in satellites,

thereby providing a reliable and highly accurate synchronization. However, when it comes to

5G networks, several challenges must be addressed. For instance, the GNSS antenna must have

a line of sight (LOS) to the satellites, which becomes increasingly difficult in dense urban areas

and infeasible in indoor environments. Additionally, as the industry shifts towards the use of

smaller, more densely distributed BS in 5G networks, the cost of installing GNSS equipment

at all RAN sites becomes impractical. Besides, providing synchronization only using GNSS

becomes problematic due to security issues such as jamming, where the GNSS signal is com-

pletely blocked and spoofing, where the GNSS signal is replaced by a similar signal but incor-

rect one [15]. Hence, as time synchronization becomes more important in telecommunication
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networks, the need for distributing synchronization using packet networks becomes necessary.

In this context, the PTP is the industry-accepted protocol to distribute time synchroniza-

tion in a packet network in a highly scalable way. However, one major issue is that the tim-

ing messages traveling between the master and slave node can encounter several intermediate

switches and routers, accumulating random delays at each node. This randomness in the syn-

chronization path is called PDV and affects the synchronization performance. Additionally, the

PTP performance is also affected when the packet delay in the forward and reverse directions

are unequal, known as delay asymmetry. The problem is that Ethernet was not designed to guar-

antee end-to-end latency. Thus, to achieve high synchronization accuracy, ITU-T has defined

a full-timing support (FTS) [16] network to be used between the master and slave clocks.

In a FTS network, also known as PTP-aware network, all the networks elements are com-

posed by boundary clock (BC) and transparent clock (TC) [17]. The BC and TC are specialized

switches or routers that provide the functionality to mitigate the PDV and delay asymmetry that

the PTP packets suffer when traversing the network. For instance, TC nodes are specialized

nodes that can measure and compensate for the time taken for the PTP packet to pass through

the device to alleviate the PDV. Hence, FTS networks provide a more reliable and accurate

synchronization. However, it is more expensive.

Synchronizing clocks in a timing-unaware network, i.e., without using FTS networks, is a

more complex challenge. This type of network is composed of PTP-unaware network elements,

switches and routers that do not provide any specialized functionality for PTP. This common

case is referred to as partial-timing support (PTS) [18]. The presence of PTP-unaware devices

impacts synchronization performance due to the high PDV, caused by variable queuing delays

over the network, and delay asymmetries. However, this scenario offers flexibility and cost-

effectiveness. In this type of network, there is no need to use specialized equipment on the

transport network, so network operators could use cheaper equipment or even already deployed

networks without the need to make hardware modifications to accommodate PTP-based syn-

chronization. In PTS networks, PTP can also be used as a second source of timing to backup

GNSS, which is defined as assisted partial-timing support (APTS) [18].

In this context, the objective of this work is to present a detailed analysis of PTP per-

formance in a cost-effective PTP-unaware network when TDD is being used to coordinate the

transmission and reception of data on the radio interface. In this type of network, the FH net-

work exhibits a periodic utilization pattern due to the use of TDD system on the radio interface.
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By taking advantage of the periodic nature of the FH traffic, the PTP performance can be im-

proved. This idea was proposed by our partners at Ericsson in [2]. Thus, this works focus

on extending and validating the ideas presented in [2]. To this end, this work uses a testbed

based on field-programmable gate arrays (FPGAs) to provide a realistic analysis of how the FH

periodic traffic affects PTP and also proposes new techniques to improve the synchronization

performance by using the information about the TDD pattern to mitigate PDV and the asymme-

try introduced by queuing delay using specialized algorithms.

1.2 Outline

This work is organized as follows:

• Chapter 2 provides the fundamental concepts used by this work. It presents some defini-

tions regarding clocks, the noises that affect their accuracies and stability, and the metrics

used for their characterization. It also describes the IEEE 1588 protocol, including a com-

pact review of the noises that affect its performance. Lastly, it presents a discussion about

the source of delay asymmetries that affects PTP.

• Chapter 3 discusses the key ideas about using the information about the periodicity from

the FH traffic when using TDD on the radio interface to improve the PTP synchronization

performance in a timing-unaware network. Additionally, the chapter presents a literature

review of different synchronization algorithms. In particular, it presents different strate-

gies to estimate the time and frequency offset. Moreover, Chapter 3 discusses a new

method for estimating the bias induced by the queuing delay in such networks.

• Chapter 4 presents a brief description of the testbed used in this work. More specifically,

the changes introduced to make a more realistic analysis in a FH that presents a periodic

pattern. It also discusses how the datasets are acquired and how the evaluation is carried

out using a processing tool called PTP dataset analysis library (PTP-DAL).

• Chapter 5 presents the experimental results using the datasets acquired from the testbed.

It starts by presenting an analysis of the PTP delay distribution observed on the datasets

used in this work. It also includes the analysis of two types of hop configurations: VLAN-

based hops using one switch and multiple physical switches. It also describes the results
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achieved by the methods used to classify the PTP packets based on the FH traffic. Fur-

thermore, it includes a discussion about the results achieved by the proposed method for

estimating the bias induced by queuing delay. Finally, it presents the achieved synchro-

nization performance with different algorithms and oscillators.

• Lastly, Chapter 6 presents a summary of the results present in this work and provides

directions for future work.

1.3 Contributions

The contributions of this work are:

• The analysis of PTP performance in a PTP-unaware network that presents periodic traffic

using different types of synchronization algorithms such as Kalman filter (KF), sample

minimum, maximum and average.

• The adaptations proposed to the KF and sample average algorithms to use the knowledge

of the good and bad packets to improve the synchronization performance.

• The proposal of a new method to classify PTP packets using a K-means based classifier.

• The proposal of a new method to estimate the queuing-induced delay asymmetry in a

network that presents periodic traffic.

• Discussion about delay distribution present in FH networks, such as the processing delay

produced by different switches and the impact of these delays on the performance of PTP.

• A hardware-based evaluation of the impact of periodic FH traffic on the PTP performance.

1.4 Publications

The work in [19] was produced as an initial effort to understand the use of KF for the

specific problem of clock synchronization. More specifically, the work focuses on how the clock

model, in conjunction with the measurements provided by the PTP algorithm, can be expressed

in the Kalman Filter form. It also presents the KF performance using a legacy Ethernet network

with different network loads and two different oscillators.



Chapter 2

Fundamentals of Time Synchronization in

Packet-based Networks

This chapter introduces the fundamental concepts used in this work and is divided into

two major sections. In Section 2.1, the basic concepts related to clock synchronization are

presented. For example, the different types of synchronization, how a clock device can be

modeled mathematically, and which metrics are used for performance characterization. Next,

Section 2.2 describes how the IEEE 1588 technology works.

2.1 Synchronization Basics

Maintaining many devices synchronized is a very important task in many applications.

Generally, these applications need to have some kind of synchronization for various devices at

different geospatial locations to perform some type of coordinated task. These devices usually

perform timekeeping locally using a clock. The clock can be defined as a device composed of

an oscillator and a counter. The oscillator is a device that produces a periodic electric signal

called clock signal, and the counter is responsible for keeping track of the oscillator’s cycles to

keep track of the elapsed time.

However, these timekeeping techniques are subject to errors that can accumulate over time

due to the imperfection of the clock frequency generated by the oscillators. The clock frequency

varies mainly with power, aging, and temperature [8]. Therefore, two similar oscillators are

not guaranteed to oscillate with identical frequency. The magnitude of such errors depends

on the oscillator’s precision and stability, and most of the time the quality of such devices is
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proportional to their prices. As a result, it becomes almost impossible to maintain any kind of

synchronization between many devices only using the local clock without using any additional

technique. Thus, there are many methods for providing synchronization to various devices

across a distributed network without depending only on the local time clock.

2.1.1 Types of Synchronization: Frequency, Phase and Time

The word synchronization has multiple meanings. It can be mainly classified as fre-

quency, phase or time synchronization. Thus, it is essential to distinguish these different types

of alignment. Fig. 2.1 highlights the differences. The specific definitions presented below are

based on the ITU-T Recommendations G.8260 [20] and G.810 [21].

TA = 1/fA

Clock A

Clock B

Clock C

Clock D

TB = TA

01 : 00 : 20

Frequency
Synchronization

01 : 00 : 20

Phase
Synchronization

Time
Synchronization

Reference
Clock

No notion of time

Figure 2.1: Frequency, phase, and time synchronization.

The frequency synchronization is related to the alignment of clocks in frequency. It means

that the significant instants, for example, the rising edges of different clocks, occur at the same
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rate. In other words, they have the same number of pulses within the same period. This type of

alignment is also referred to as syntonization.

Another type of synchronization is the so-called phase synchronization. When two or

more clocks are said to be synchronized in phase, it means that significant events occur at the

same instant. Note that, if the rising edge of two clocks occurs at the same instant, it also follows

that they occur at the same rate. Therefore, phase synchronization implies syntonization.

Finally, time synchronization is closely related to phase synchronization. In this type of

alignment, the clocks are synchronized in phase, and they also share a common time scale, e.g.,

each period of the reference time is marked and dated. Thus, the devices should share the same

absolute time of day (ToD). For this type of synchronization, the devices should be equipped

with a real-time clock (RTC), which is a module responsible for keeping track of the ToD.

Note that time synchronization implies phase synchronization, and phase synchronization

implies frequency synchronization. Therefore, distributing time synchronization among differ-

ent devices is one way to achieve both frequency and phase synchronization. This is the idea of

the widely used IEEE 1588 protocol, which will be discussed later in this chapter.

2.1.2 Clock Basics

In the synchronization field, the word clock is most used to refer to a device that is capable

of measuring time, i.e., an RTC. It is usually composed of an oscillator and a time counter. The

oscillator is a device that produces a periodic electric signal, referred to as clock signal, which

drives the time counter. The counter is responsible for keeping track of the oscillator cycles

that have occurred, to keep track of the elapsed time. For example, if an RTC is driven by a

clock signal that has a nominal frequency fnom= 100 MHz, at each rising edge the RTC would

increment 1/fnom = 10 ns. Thus, after fnom × (1/fnom) the RTC would accumulate a real-

world second. Additionally, an RTC usually holds ToD information in a specific time standard,

such as coordinated universal time (UTC) or international atomic time (TAI).

If a clock is ideal, it has a perfect frequency, which would yield a perfect measurement of

the elapsed time. However, in practice, the clock is not ideal. That means the clock frequency

that drives the counter is not perfect. Due to the random phase and frequency fluctuations that

affect any oscillator. Hence, the time counter is strongly disturbed over time by the oscillator’s

deviation, which is caused by many factors such as temperature and aging effects [8].

The periodic signal produced by an oscillator could be modeled as a pure sinusoidal wave
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if the clock was ideal. However, any real device is disturbed by unavoidable random noises,

such as drifts due to frequency instability or environmental effects. Hence, many studies discuss

a tractable mathematical model for the output of an oscillator. In the literature [22–24], a

commonly adopted model is the quasi-sinusoidal voltage, mathematically represented by:

V (t) = V0 sinΦ(t), (2.1)

where V0 is the amplitude that, for simplicity, is assumed to be constant, fnom is the nomi-

nal frequency and Φ(t) is the total instantaneous phase, which is measured in radians. More

specifically, the total instantaneous phase Φ(t) can be given as follows:

Φ(t) = 2πfnomt+ ϕ(t), (2.2)

where ϕ(t) is the so-called random phase deviation. The term ϕ(t) is a random process that

models all the random deviations with respect to the nominal frequency fnom [22].

In this model, the random phase deviation ϕ(t) is typically the primary concern when

dealing with oscillators. The phenomenon is well understood by the literature, and there are

several analytical techniques for its characterization. In the sequel, we discuss some very useful

measures used in the literature.

First, it is interesting to note that the timing information of the signal V (t) is carried by its

total instantaneous phase Φ(t). Additionally, recall that the definition of instantaneous angular

frequency is the rate of change of phase, as follows:

ω(t) = 2πf(t) =
dΦ(t)

dt
, (2.3)

where ω(t) is the instantaneous angular frequency given in radians per second and f(t) is the

instantaneous frequency given in hertz. Thus, assuming (2.3) and (2.2), the instantaneous fre-

quency can be expressed as defined in [25]:

f(t) =
1

2π

dΦ(t)
dt

= fnom +
1

2π

dϕ(t)
dt

, (2.4)

where the second term on the right-hand side represents the instantaneous frequency fluctuation.

In other words, it is the rate of phase change over time.

One should note that oscillators can only be characterized by measuring them against a

reference oscillator. Thus, a useful definition is the so-called fractional, or normalized frequency
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offset defined as:

y(t) =
f(t)− fnom

fnom
, (2.5)

which is the instantaneous frequency fluctuation normalized to the nominal frequency. This

quantity is dimensionless and is generally given in terms of parts per million (ppm) or parts per

billion (ppb). The normalized frequency offset can also be interpreted in a more general way,

where the fnom is defined as the frequency of the reference clock oscillator.

Another important metric is the time offset x(t), which is the difference between the local

time and the reference (ideal) time, defined as follows:

x(t) = T (t)− t, (2.6)

where T (t) is the local time measured by the clock at the "true" instant t. Mathematically, the

time function T (t) is defined as:

T (t) =
Φ(t)

2πfnom
= t+

ϕ(t)

2πfnom
. (2.7)

Thus, by substituting (2.7) in (2.6), the time offset can be interpreted as the random phase

deviation converted into time and measured in seconds. Another way to calculate the time offset

is by assuming (2.4) and integrating (2.5).

Note that the true instantaneous frequency f(t) is impossible to be measured since it will

always involve some sample time, e.g., a window of time from which the oscillator is observed.

Therefore, we can define an average fractional frequency over a period ∆t as:

y(t) =
x(t+∆t)− x(t)

∆t
, (2.8)

where the smaller the interval ∆t, the better the approximation of instantaneous frequency. It

can also be rewritten as:

x(t+∆t) = x(t) + y(t)∆t, (2.9)

which yields a useful model to calculate the time offset in a recursive way.

In order to better model how the x(t) and y(t) evolve over time, these quantities are

usually denoted by separating deterministic and random effects. For example, according to

ITU-T G.810 [21], the time offset can be modeled as (see [26] for a detailed derivation):

x(t) = x0 + y0t+
D

2
t2 +

ϕ(t)

2πfnom
, (2.10)



12

where x0 and y0 are the initial time and frequency offsets at the initial instant t0 = 0 and D

represents the linear frequency drift.

In the literature, the random phase deviation ϕ(t) is usually described as composed of five

types of noise, together with their effects on x(t) and y(t). These five noises are white phase

modulation (WPM), flicker phase modulation (FPM), white frequency modulation (WFM),

flicker frequency modulation (FFM) and random walk frequency modulation (RWFM). These

random noises are generally described in the frequency domain through power spectral density

Sy(f) [27] or, in the time domain, by the Allan variance σ2
y(τ) [22]. However, the analysis of

ϕ(t) in terms of Sy(f) and σ2
y(τ) is beyond the scope of this work.

2.1.3 Measurements of Time Error

As discussed in the last section, the time offset x(t) represents the difference between the

time reported by a clock compared to the time reported by a reference clock at the same instant,

using (2.6). In practical scenarios, the time offset is usually used to measure performance.

In this context, ITU-T G.8271.1 [28] specifies the x(t), also called time error (TE), in

terms of max|TE|, constant time error (cTE) and dynamic time error (dTE), as shown in Fig. 2.2.

dTE
max|TE|

cTE

Time Error

Time

Figure 2.2: Measurements of time error between two clocks based on [1].

The cTE and the dTE represent the constant and the variable part of the time error, respec-

tively. Therefore, the TE at any point may be expressed in terms of cTE and dTE, as follows:

TE(t) = cTE + dTE(t). (2.11)
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The max|TE| metric represents the absolute time error, as:

max |TE| = max |cTE + dTE(t)|. (2.12)

These metrics are used to constrain both the noise generated by an individual clock and

the noise accumulated from a chain of clocks in a network. More specifically, the max|TE| is

used to specify the time error limit in a network, and it will be used as the main measurement

to assert performance in this work.

2.2 IEEE 1588 Precision Time Protocol (PTP)

The IEEE 1588 standard, known as PTP [17], is the industry-accepted protocol for dis-

tributing precise time and frequency synchronization in a distributed packet network. Its first

version was released in 2002 [12], and it has been further improved in 2008 [29], and in 2020

with [17], which adds many new features, such as the high accuracy profile to achieve nanosec-

onds accuracy.

PRTC

Packet
Master
Clock

Transport
Node

Transport
Node

Packet
Slave
Clock

Packet
Slave
Clock

End
Application

End
Application

End
Application

End
Application

Packet timing
distribution network

Figure 2.3: PTP hierarchical architecture.

At a high level, PTP works in a master-slave hierarchical architecture, as illustrated in

Fig. 2.3. It starts defining the PTP instance at the top of the hierarchy using the so-called best

master clock (BMC) algorithm, which configures the more precise clock in the network as the
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master, and the others as the slaves. The packet master clock determines the reference time

for the entire system and exchanges timing information with the slave clocks periodically and

continuously. The slave clock can then adjust its local clock based on this timing information.

Besides, the ToD reference comes from the so-called primary reference time clock (PRTC),

which feeds a physical time/phase reference to the packet master clock.

Two types of clocks are defined in [12], BC and ordinary clocks (OC). The OC are end

devices that only have one port and act as master or slave clocks. Another type of clock, called

TC, was defined in [29]. The BC and TC clocks contain specialized IEEE 1588 functionality.

These devices have mechanisms to mitigate PDV. For example, TC devices can measure the

time taken for the PTP message to pass through the device, e.g., the residence time of the

PTP message. The residence time measured by a TC device is added to the corresponding

correctionField of the PTP message. Thus, the other devices in the system can use the

delay measured by these specialized devices to compensate for the additional delay introduced

by the network elements between the master and slave clock.

2.2.1 PTP Timing-exchange Mechanisms

Master Slave

t1

t2

t3

t4

dms

dsm

Slave knows:
t1, t2, t3, t4

Sync

Follow Up

Delay
Req

Delay Resp

Figure 2.4: PTP delay request-response mechanism.

The synchronization between the master and slave clocks is achieved by exchanging
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PTP messages. One of the PTP timing-exchange mechanisms is the so-called Delay Request-

Response, summarized in Fig. 2.4. As defined in [17], this mechanism uses four different mes-

sages: Sync, and Delay_Req, which are defined as PTP event messages, and Follow_Up and

Delay_Resp, defined as PTP general messages. These messages are used in order to estimate

the time and frequency differences between the master and slave nodes. For that, the master

and slave devices generate timestamps on the departure and reception of PTP event messages.

Then, general messages are used to carry additional information between the master and slave

nodes. The description of the PTP exchange process is described next.

The exchange process begins with the master node transmitting a Sync message toward

the slave. This message is timestamped on departure at instant t1[n]. The timestamp itself

can be placed in the Sync message on-the-fly as it is about to leave the device (in one-step

mode [17, Section 9.5.9.4]), or the master can transmit the Follow_Up message carrying the

timestamp (in two-step mode [17, Section 9.5.9.5]) as shown in Fig. 2.4. At the slave node,

the Sync message is timestamped on arrival at instant t2[n]. Next, the slave node responds with

a Delay_Req message, which is timestamped on departure from the slave and arrival at the

master node, at the instants t3[n] and t4[n], respectively. Finally, the master node forwards a

Delay_Resp message with the t4[n] timestamp. Ultimately, the slave node becomes aware of all

the required timestamps t1[n], t2[n], t3[n], and t4[n].

After the PTP message exchange, the slave clock can use the timestamps to estimate the

time and frequency difference (offsets) between its local clock and the master clock. The PTP

protocol defines two ways to calculate the time offset. It can be either in one-way or two-

way form. In the one-way approach, the time offset can be calculated by taking the difference

between t2[n] and t1[n] on the slave as:

t21[n] = t2[n]− t1[n] = x[n] + dms[n], (2.13)

where dms[n] is the one-way delay experienced by the n-th Sync message from the master to

slave (m-t-s) path. In order to calculate the true time offset, the true delay dms[n] is needed and,

therefore, it must be estimated. However, this one-way delay is hard to be estimated under a

high PDV. Thus, the calculation of the time offset using (2.13) will result in a noisy time offset

x̃[n] due to the error between the estimated d̂ms[n] and the true delay dms[n].

The second approach, called two-way, defines another method to calculate the time offset
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using both exchanges present in Fig. 2.4 as follows:x[n] = t2[n]− (t1[n] + dms[n])

x[n] = t3[n]− (t4[n]− dsm[n]),

(2.14)

where dsm[n] is the delay that the n-th DelayReq experiences in the slave to master (s-t-m) path.

Note that, in both equations, the time offset is estimated as the difference between the slave

timestamps (t2[n] and t3[n]) and the master timestamps (t1[n] and t4[n]) adjusted by the delays.

However, the slave only knows the timestamps and does not have methods to estimate the

individual delays. In particular, the slave only computes the following timestamps differences:t21[n] = t2[n]− t1[n] = x[n] + dms[n]

t43[n] = t4[n]− t3[n] = −x[n] + dsm[n],

(2.15)

where both equations are calculated on the slave side and can be used to estimate x[n] as:

x̃[n] =
t21[n]− t43[n]

2
. (2.16)

In practice, this computation produces biased estimates due to the delay asymmetry γ[n]:

x̃[n] = x[n] + γ[n] = x[n] +
dms[n]− dsm[n]

2
. (2.17)

The γ[n] can become one of the main sources of uncertainty as the difference between the

delays becomes large. One should note that, even if the dms[n] and dsm[n] were symmetric, there

would still be other sources of uncertainty, such as clock stability and timestamping uncertainty.

The frequency offset can be measured based on the discrete-time difference of x[n] as:

ỹ[n] =
x[n]− x[n−N ]

t1[n]− t1[n−N ]
, (2.18)

where t1[n] − t1[n − N ] is the time interval between the time offset samples. Moreover, N

determines the size of the observation window. Note that the true instantaneous frequency is

impossible to be measured since it will always involve some sample time, e.g., a window of

time from which the RTC is observed.

In addition to the time and frequency offset, an alternative linear combination of (2.15)

can be used to calculate the so-called two-way delay measurements, such as:

d̂[n] =
t21[n] + t43[n]

2
=
dms[n] + dsm[n]

2
. (2.19)

However, this estimate does not identify the individual delays dms[n] and dsm[n].
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2.2.2 Sources of Delay Asymmetry

The PTP packets suffer from several sources of delays from the moment the departure

timestamps are taken at the transmission node until the arrival timestamps are taken at the

receiver node as illustrated in Fig. 2.5. The delays are usually composed of hardware physical

layer (PHY) latency and network delays, i.e., propagation, processing, queuing and transmission

delays. Consequently, the delay asymmetry affecting the PTP measurement, as shown in (2.17),

will be originated from the difference between the delays in m-t-s and s-t-m directions.
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PHY

MAC
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Departure
Timestamp

Arrival
Timestamp
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dtx,mphy drx,sphy
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Reference Plane

Arrival
Timestamp

Departure
Timestamp

dms
link dlinksm

Upper
Layers

Admission
Control

Output
QueueClassifier Switch

Fabric

dms
proc dms

queue

Network Switch

Admission
Control

Output
Queue ClassifierSwitch
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Figure 2.5: Illustration of packet delays between the timestamp point at the master and the timestamp

point at the slave node.

In a hardware timestamping implementation, the hardware PHY latency is denoted as the

latency between the effective point where the timestamping is done and the reference plane,

which is denoted as the boundary between the PHY and the network physical medium. Ideally,

the timestamping mechanism would be placed at the reference plane, so that the departure and

arrival time reflects the real moment in which the packet is transmitted or received. In practice,

the timestamping is done at a higher layer, i.e., at the medium access control layer (MAC) or
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PHY. Depending on the hardware implementation, the timestamping can also be corrected to

reflect a time closer to the reference plane. For example, in Fig. 2.5, the timestamping is done

at the MAC layer and if the latency between the timestamp point to the PHY layer, or even to

the reference plane, is fixed and known, one could correct the timestamps so that they reflect

a time closer to the reference plane. In Fig. 2.5, the latencies between timestamp point to the

reference plane are denoted as dtx,mphy [n] and drx,mphy [n] for egress and ingress, respectively, at the

master node, and dtx,sphy [n] and drx,sphy [n] for the egress and ingress at the slave node.

In addition to the delay latency introduced by the PHY, the PTP packet also suffers delays

at the network medium, which is denoted as dms
link[n] and dsmlink[n] in Fig. 2.5, for the m-t-s and s-

t-m respectively. The link delay is defined as the time a packet takes to travel across the network

from one endpoint to another. More specifically, the delay is measured from the reference plane

from one node to the other node and it can be decomposed into propagation delay, transmission

delay, processing delay and queuing delay.

The propagation delay is defined as the time required to propagate one bit along the link

e.g., from the master to the slave node. It depends on two main factors, the distance between

the nodes and the propagation speed associated with the particular physical medium. The prop-

agation speed is usually defined in terms of the speed of light in the transmission medium.

The transmission delay is defined as the time required to transmit all the packet’s bits in

the physical medium. It is mathematically defined as:

dtrans[n] =
Nbits

Rline

, (2.20)

where dtrans[n] is the transmission delay in seconds, Nbits is the number of bits and Rline is the

Ethernet bit rate (in bits per second). For example, transmitting 80 bytes (640 bits) in a gigabit

ethernet (GbE) interface (109 bits/sec) would take 0.64 µs.

In a packet-based network, the time required by each Ethernet switch to process a given

packet is defined as processing delay. Fig. 2.5 shows three functional operations present in

a typical switch that contributes to the processing delay which are classification, admission

control and switching [30, Appendix I]. The classification step is required to identify the flow

to which the frame belongs and determine the correct output port to which that packet should be

forwarded. The admission control is responsible for flow management (e.g., policy, shaping).

The switching step is responsible for forwarding the packet to the queue associated with a

specific output port. Therefore, each of these steps takes time to be completed and may vary

from switch to switch depending on how each step is implemented.
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The queuing delay is defined as the time a packet stays on the switch output queuing.

The queuing delay happens when a packet needs to wait in the output queue before it can be

transmitted through the output port. The queuing delay depends on the network traffic load and

queuing policies (e.g., packet priority) [31].

Therefore, the delays in the m-t-s and s-t-m directions can be written in terms of the sum

of all the aforementioned delays components in the given direction, as:dms[n] = dtx,mphy [n] + dms
link[n] + drx,sphy [n]

dsm[n] = dtx,sphy [n] + dsmlink[n] + drx,mphy [n],

(2.21)

where PHY latencies due to the timestamp mechanism are denoted as dtx,mphy [n] and drx,mphy [n] for

the master node and dtx,sphy [n] and drx,sphy [n] for the slave node. The dms
link[n] and dsmlink[n] are the

total link level delay for the m-t-s and s-t-m directions respectively.

As discussed, the total link level delay can be expressed as the sum of the propagation,

processing, transmission and queuing delays:

dlink[n] = dprop[n] + dproc[n] + dtrans[n] + dqueue[n]. (2.22)

Substituting (2.22) in (2.21) for each direction:dms[n] = dtx,mphy [n] + dms
proc[n] + dms

queue[n] + dms
trans[n] + dms

prop[n] + drx,sphy [n]

dsm[n] = dtx,sphy [n] + dsmproc[n] + dsmqueue[n] + dsmtrans[n] + dsmprop[n] + drx,mphy [n].

(2.23)

As defined in (2.17), the asymmetry that affects the PTP accuracy is defined as half of the

difference between dms[n] and dsm[n]. So, calculating the asymmetry based on (2.23), yields:

γ[n] =
dms[n]− dsm[n]

2

=
dtx,mphy [n]− drx,mphy [n]

2
+
dms
proc[n]− dsmproc[n]

2
+
dms
queue[n]− dsmqueue[n]

2

+
dms
trans[n]− dsmtrans[n]

2
+
dms
prop[n]− dsmprop[n]

2
−
dtx,sphy [n]− drx,sphy [n]

2

= γmphy[n] + γproc[n] + γqueue[n] + γtrans[n] + γprop[n]− γsphy[n], (2.24)

where γ[n] can be viewed as the sum of different asymmetry components. The γmphy[n] is the

asymmetry component due to the difference between the PHY latency in the transmission and

receive directions on the master node, γproc[n] is the asymmetry due to the different process-

ing delays, γqueue[n] is the asymmetry due to the queuing delay difference, γtrans[n] is the
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asymmetry caused by different transmission delays, γprop[n] is the asymmetry due to different

propagation delay and γsphy[n] is the asymmetry component due to the different latencies in the

transmission and receive path on the slave node.

These delay components can be modeled with static and random nature, as summarized

in Table 2.1. Consequently, the delay asymmetry that affects the PTP measurements derives

from asymmetric static and random delay components as defined in (2.24).

Table 2.1: Main sources of delay.

Source Nature

Queuing Delay Random

Processing Delay Random

Propagation Delay Static

Transmission Delay Static

Physical hardware Static

Based on Table 2.1 and (2.24), γ[n] can be viewed as the sum of γs[n] and γr[n], where

γs[n] corresponds to the sum of the static component associated with the static delays, and γr[n]

represents the random asymmetry components, associated with the random delay components.

Hence, static asymmetry, generated by propagation1, transmission and physical latency, will be

a static component that will contribute to the constant error present in the PTP measurements

if not calibrated. On the other hand, the random components, based on queuing and processing

delay, will be the ones contributing to the random error affecting the PTP measurements, which

depend on the network traffic load and network topology. This random contribution can be a

biased (non-zero mean) random variable dependent on the PDV.

In the scenarios discussed in this work, the asymmetry generated by the random delay

components is the main source of error, as will be shown in Chapter 5. When dealing with PTP-

unaware switches, the error associated with the processing and queuing components are not

compensated as in PTP-aware networks. Therefore, mechanisms to correct or filter the delay

asymmetry can have a big impact on the PTP accuracy in PTP-unaware networks.

1For simplicity, the propagation delay is assumed static in this work. However, in practice, the propagating

delay is variable and depends on different factors such as environmental effects (e.g., temperature).



Chapter 3

Synchronization in TDD Fronthaul

This chapter describes how the information about the FH traffic pattern can be used to

improve the synchronization performance from PTP in a PTS network. More specifically, how

the information can be incorporated into the synchronization algorithms to help filter the PDV

and correct the bias introduced by the delay asymmetry. First, Section 3.1 presents an overview

of why the FH exhibits a periodic utilization pattern due to the use of TDD on the radio interface.

Then, Section 3.2 discusses how the PTP packets can be classified based on the TDD FH traffic.

Next, Section 3.3 discusses the packet filtering and KF algorithm, starting with a literature

review followed by a discussion about how these algorithms are used in this work. Finally,

Section 3.4 describes how the bias introduced by delay asymmetry due to queuing delay can be

compensated when the FH presents a periodic utilization pattern.

3.1 Overview

The mobile communication network is usually composed of a RAN that connects the user

equipments (UEs) to the core network. The core network provides the bridge between the RAN,

which is deployed in some geographical location, to the greater IP-based Internet. The RAN

consists of a radio BS that provides radio coverage for a certain area, and it is connected to

the core network via the so-called backhaul (BH) network, as illustrated in Fig. 3.1. In this

architecture, the UEs are served by the BS and can transmit data over the wireless link to the

BS in uplink and receive data from the BS in the downlink.

Several changes are being made to the RAN architecture with the evolution of mobile

communication. For instance, the C-RAN, a well-investigated mobile architecture, is being
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Figure 3.1: Traditional mobile architecture.

highly adopted in the newer mobile generations. In the C-RAN type of deployment [32], the

original BS is divided into baseband unit (BBU), which contains all the baseband processing

functions and remote radio unit (RRU) at the network edge, which contains radio functions.

The BBU and RRU are connected by the so-called FH network, as illustrated in Fig. 3.2.

Air
InterfaceUser

Equipment Antenna
Core

Network

Backhaul

Radio Access Network (RAN)

Fronthaul
RRU BBU

Figure 3.2: C-RAN architecture.

In the 4G and 5G mobile generation, motivated by the flexibility and cost-effectiveness of

the Ethernet technology and to meet the demands of ever-growing bandwidth, the FH and BH

are being moved to packet-based networks. For example, the FH will be composed of several

intermediate switches and routers to transport the radio data.

Additionally, the newer mobile generations will be mostly based on the TDD scheme for

increased flexibility as well as to make spectrum usage more efficient.

The TDD is a duplexing method used in telecommunication networks to coordinate the

transmission and reception of data using the same frequency band. It allows for efficient use of

resources by alternating the transmission and reception slots in a specific pattern. TDD systems

have a configurable split, which means that some time slots are assigned to downlink (DL) and

other time slots are assigned to uplink (UL). In 4G, the TDD split is semi-statically configured

and essentially remains constant over time. In contrast, 5G can use a dynamic TDD, where the

TDD slots are dynamically allocated as part of the scheduling decision [10].

There are many different configurable splits defined by the 3GPP for TDD systems.

Fig. 3.3 illustrates a radio frame with the configuration split denoted as DDDDDDDFUU. A

radio frame has a duration of 10 ms which consists of 10 subframes having 1 ms each. Each
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Figure 3.3: Representation of TDD frame DDDDDDDFUU.

slot is used to transport data in some direction. For example, the slots with the symbol denoted

as D are used for downlink, the slot with F is a flexible slot, and the slots denoted as U are

used for the uplink. One of the reasons for having a flexible slot is to accommodate the guard

period, which is necessary, for example, for the UEs switch from downlink reception to uplink

transmission. More specifically, a UE needs additional time to receive and process data received

on the downlink slot and switch from reception to transmission before the uplink slot starts.

The FH network exhibits a periodic utilization pattern when using a TDD system, similar

to the air interface. In such a system, the FH traffic in the DL direction will have a high uti-

lization before the start of the DL slot on the radio interface, followed by a period of silence.

Similarly, the FH traffic on the UL direction will have a high utilization right after the UL

slot finishes in the radio interface, followed by a period of silence. Fig. 3.4 illustrates the FH

utilization based on the TDD pattern on the radio interface.

Fig. 3.4 covers the timing on the air interface as well as the usage pattern on the FH

interface for both downlink and uplink direction. Note that before starting the downlink slot on

the air interface (in this case from 0 to 7 ms), the radio data to be transmitted is first transported

in the FH network in the downlink direction (from the BBU to the RRU). After the flexible slot,

assumed here that it is fully used for the guard period, the uplink slot starts at 8 ms. After some

time, the RRU starts to receive data and transmit it to the BBU in the uplink direction. Note

that, because the TDD system on the air interface is half-duplex, the FH, which is full-duplex

exhibits a high usage followed by a low utilization. In this work, these periods of low utilization

in the DL and UL directions are called opportunity windows.

In this scenario, the authors of [2] proposed the idea of using the information about the

periodic utilization pattern in the FH to improve the PTP performance. The authors proposed

two ways for taking advantage of such systems. The first one consists of filtering the PTP

messages based on the information about the TDD slot format. For example, only using the

Sync messages that were transmitted in the moments of low activity in the FH, e.g., on the
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periods of silence in the downlink direction. The second method consists of controlling the

departure of PTP messages to coincide with the moments of low activity in the FH.

In this work, we focus on the scenario where the PTP transmissions are not controlled

to use the TDD opportunities. Thus, the slave nodes in the network attempt to improve the

overall synchronization performance by identifying whether the transmitted and received mes-

sages passed through the opportunity windows. By doing so, the slave can use those packets to

estimate the time and frequency offset and correct the local clock. The rationale is that these

packets will have small latency and PDV, so by using those packets, the PTP performance will

be improved.

Air

FH UL

FH DL

DL

Time (ms)

S UL DL S UL DL S UL

PTP opportunity

UL UL UL

DL DL DL

0 7 8 10 17 18 20 70 77 78 80

Interface

Figure 3.4: Timing diagram for PTP transmit opportunity in FH (based on [2]).

From now on, the term TDD fronthaul will be used to refer to a packet-based FH interface

that presents periodic traffic, with high utilization followed by a period of silence, due to the

periodic behavior in the radio interface when using a TDD system.

3.2 PTP Classification Based on TDD cycle

In a PTP-unaware network, the PTP performance will be affected by the traffic being

transmitted together with PTP. In this scenario, the PTP messages can be classified as "good"

or "bad" depending on the delay experienced when traversing the FH. For example, if a PTP

packet is transmitted on the downlink in the so-called opportunity windows, then this packet

has a high probability of passing through the FH without any queuing delay. Thus, considering

the PTP event messages (Sync and Delay-Req) described in Section 2.2.1, if a Sync message

is transmitted when the downlink is not being used by the TDD system, then it has a high

probability of traversing the network with low latency and PDV. If that is the case, the Sync

message is classified as "good". Otherwise, it would be classified as "bad". On the other hand,
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Figure 3.5: Classification of PTP packets based on the experienced delays.

the delay experienced by the Delay-Req depends on the FH utilization in the uplink direction.

Similarly, if the Delay-Req is transmitted when the uplink is not being used by the TDD system,

it is classified as "good", or "bad" otherwise. Fig. 3.5 illustrates this classification.

Hence, one way to classify the PTP packets is based on the information about the TDD

system. For instance, a PTP packet can be classified based on where it is located on the timing

from the TDD system. The next section presents a discussion about using the modulo operator

to classify the packets.

3.2.1 PTP Cycle Location

Modular arithmetic is used to get the remainder of a division of one number by another.

For example, "4 mod 2", where "mod" is used to denote the modulo operator, is 0 because 2

divides 4 perfectly. However, if we calculate "5 mod 2" the result will be 1, because 1 is the

remainder of 5 divided by 2. This type of operation is very helpful when dealing with periodic

patterns as will be clarified in the sequel.

For example, a familiar use of modular arithmetic is in the 12-hour clock, in which the day

is divided into 12-time slots (from 0 to 11). When counting on a 12-hour clock, you count up to

11 and then wrap back to 0, and the same pattern repeats. For instance, if you want to determine

in which location 15 hours would be on the clock, you can simply calculate 15 mod 12 = 3,

which means that 15 is located at position 3. Similarly, if we add 24 to 15, which would be

equivalent to two full cycles in the 12-hour clock, and calculate the modulo of 12, the result

would still be 3.
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Thus, we can define modular arithmetic as follows:

m(t, P ) = t mod P, (3.1)

where "mod" denotes the modulo operator, t is the time, P is the period.

Now, let us consider the TDD cycle from 0 to 9 ms (P = 10 ms) to be similar to a 10-hour

clock, where the downlink, uplink and flexible slots are allocated on this period of 10 ms, and

then repeat the same pattern over time. Based on that, we could use the modular arithmetic to

find in which location on the TDD cycle a PTP message would be located if it were transmitted

at time t. For example, if a PTP message is transmitted at time t = 125 ms, calculating the

modulo with (3.1) results in m(125, 10) = 5, which means that the message would be located

at position 5 ms. If we consider the TDD configuration from Fig. 3.3, the position 5 ms is

allocated for downlink operation. Therefore, if the PTP message is transmitted in downlink at

t = 125 ms, it would be located at the downlink slot from the TDD system. In this scenario, with

high probability, this message will suffer a high queuing delay, because it will need to compete

with the FH radio frames for the same outbound link in each intermediate network switch. On

the other hand, if this PTP message were transmitted in the uplink, with high probability, this

message would pass through the network without any queuing delay.

Using this approach, we can theoretically classify the PTP packets based on the position

it would be located on the TDD cycle. One property from PTP systems that help with this

analysis is that PTP is transmitted with a specific periodicity. Fig. 3.6 illustrates the position of

PTP messages with different configurations on a TDD cycle of 10 ms considering that PTP starts

to be transmitted as soon as the TDD cycle starts. The number above the samples denotes the

order in which the messages were transmitted. For example, the first transmitted PTP packet

is denoted as 1, the second as 2 and so on. Note that the message position depends on the

periodicity that it is transmitted. For instance, the departure timestamp from PTP Sync message

and Delay-Req can be used to calculate the PTP cycle location in the downlink and uplink,

respectively, as follows: m(t1, 10) = t1 mod 10

m(t3, 10) = t3 mod 10.

(3.2)

Fig. 3.6a considers that PTP messages are being transmitted with a periodicity of 4 ex-

changes per second (∆t = 250 ms). If the first PTP message is transmitted at 0 ms, the second

would be at 250 ms, the third at 500 ms and so on. In this case, if we calculate m(250, 10) = 0,
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(a) With 4 exchanges per second.

(b) With 16 exchanges per second.

(c) With 32 exchanges per second.

(d) With 64 exchanges per second

(e) With 128 exchanges per second

Figure 3.6: PTP cycle location with different exchange periods and TDD frame with 7 ms of downlink,

1 ms of gap and 2 ms of uplink.
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we can see that the message transmitted at 250 ms would always be located at 0 ms. Actually,

transmitting with a period of 250 ms is equivalent to always transmitting a message after 25

TDD full cycles. Therefore, when transmitting 4 PTP messages per second, the message will

be always located at 0 ms.

Fig. 3.6b considers 16 exchanges per second, which is equivalent to transmitting with pe-

riod ∆t = 62.5 ms. In this case, the theoretical transmission instants for the five first messages

are 0 ms, 62.5 ms, 125 ms, 187.5 ms and 250 ms. Calculating the modulo considering a period

of 10 ms for the TDD cycle, results in the positions 0 ms, 2.5 ms, 5 ms, 7.5 ms and 0 ms.

Because of the PTP periodicity, the messages will be located in the same positions.

Fig. 3.6c, Fig. 3.6d and Fig. 3.6e present the PTP positions when using 32, 64 and 128

exchanges per second, respectively. Note that, as the PTP period decreases, more samples are

transmitted at the gap and uplink time slots.

In addition to the classification, this type of analysis is useful for asserting the percentage

of PTP packages on the good, bad and gap slots, regardless of the alignment between the PTP

packets and FH data streams.

3.2.2 K-means based Classifier

An alternative way to classify the PTP packets can be based on the estimated delay expe-

rienced by the PTP packets. The expectation is that the good packets have a lower delay when

compared with the bad packets. Thus, using clustering methods we could learn the delay levels

from the good and bad packets and classify them accordingly. More specifically, we propose

using a modified version of the K-means clustering algorithm.

The K-means is a well-known clustering algorithm used for data classification. Given a

set of observations, K-means aims to partition the n observations into k (k ≤ n) clusters to

minimize the sum of the squared distance between each data point and its closest cluster center

(or centroid). The algorithm usually starts by selecting randomly k clustering centers from the

data points. Then, the next steps are divided into two phases. In the first phase, the distance

between the observation and all cluster centers is calculated, and the observation is assigned to

the cluster associated with the minimum distance. This distance measure is usually assumed

to be the squared Euclidean distance. Then, in the second phase, the centers of the clusters are

recalculated based on the all data assigned to them. After that, these two phases repeat until the

process stabilizes.
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In this work, we propose to use K-means to organize the data into two clusters (k = 2),

and then define a binary classifier based on thresholds established with the boundary values of

the clusters. The objective is to divide the data into a cluster of good packets and another cluster

of bad packets. Thus, an individual classification task is performed for the packets in the m-t-s

and s-t-m direction. Based on the estimated delays, the algorithm classifies the packets into

specific clusters.

The initialization process starts by accumulating 1-minute of PTP exchanges and selecting

the higher and lower experienced delay as the initial levels for the two clusters. The expectation

is that, by initializing the algorithm like so, the samples with lower delay will be assigned to the

cluster initialized with the lower level, denoted as Cmin[0]. Similarly, the packets with a high

delay will be assigned to the cluster initialized with the higher delay level, denoted as Cmax[0].

Fig. 3.7 illustrates the process. Next, the algorithm can classify the new samples and update the

levels from the two clusters by assigning the new observation to the nearest cluster and updating

the cluster level based on the mean delay experienced by all data assigned to them.

The one-way delay is estimated based on the timestamp differences calculated with (2.15).

However, note that the delay estimate using (2.15) is corrupted by the time offset term x[n].

Thus, we use an adjusted version of the timestamp difference defined as:t
′
21[n] = t21[n]−

∑n
j=0 ∆̂x[j]

t′43[n] = t43[n] +
∑n

j=0 ∆̂x[j],

(3.3)

where ∆̂x[n] is the estimate of the time offset drift, defined as ∆x[n] = x[n] − x[n − 1]. The

discussion about how the time offset drift is calculated is postponed to Section 3.3.4. By sub-

stituing (2.15) in (3.3), note that the compensated timestamps differences are approximately:t
′
21[n] ≈ dms[n] + x0

t′43[n] ≈ dsm[n]− x0,

(3.4)

where x0 is the initial time offset. The accumulative sum from the time offset drift in (3.3)

is biased by the initial time offset x0. It is important to note that equation (3.4) can not be

used for an accurate estimation of individual one-way delays. However, the idea of using the

compensated timestamp differences is that we can effectively remove the effect of the time offset

component over time and bring the timestamps to a more constant level. The main objective

here is to classify the packets into "good" and "bad", and for this purpose, a precise estimation

of the one-way delays is not necessary.
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Figure 3.7: Illustration of K-means classification process.

The assigned process is defined as follows. Based on the one-way delay estimates t′x[n]

using (3.3), the distance between each sample and the two cluster levels are calculated as:dcmax(t
′
x[n]) = |Cmax[n]− t′x[n]|

dcmin
(t′x[n]) = |Cmin[n]− t′x[n]| ,

(3.5)

where dcmax(.) defines the absolute distance between the timestamp difference sample and the

bad packet cluster, and dcmin
(.) defines the absolute distance from the good packet cluster. Thus,

the PTP packet is assigned to the bad packet cluster if dcmax [n] ≤ dcmin
[n], or to the good packet

cluster otherwise.

However, as shown in Fig. 3.7, if a packet experienced transitory delays such as queueing

delay, it would be assigned to the closest cluster, which could be the minimum delay cluster.

Thus, to prevent this case, an additional step is used to filter the outliers from the "good" packets

cluster. The filtering process is based on the standard deviation. Assuming that the distribution

of "good" PTP packets have a Gaussian shape because they are not affected by queueing delay,

we can filter out the samples that are closer to the cluster with minimum delays but have a delay

greater than 3.5 standard deviations from the cluster level. This way, if a packet experienced a

transitory delay level, even if it is closer to the cluster of good packets, it is classified as bad if it

has a delay greater than the defined outlier threshold. The threshold is calculated based on the

estimated variance, which is recursively calculated as:

v[n] =
1

N

N−1∑
k=0

(dcmin
(t′x[k]))

2 −

[
1

N

N−1∑
k=0

dcmin
(t′x[k])

]2

, (3.6)

where the vector t′x[k], 0 ≤ k ≤ N − 1, represents the adjusted timestamp differences t′21[n] for
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Figure 3.8: Illustration of the K-means outlier threshold.

m-t-s direction and t′43[n] for s-t-m, and N is the number of packets. Both values are based on

the PTP packets classified as good. Hence, the outlier threshold is calculated as:

τth[n] = Cmin[n] + 3.5
√
v[n] (3.7)

In the end, we expect to have a classification as illustrated in Fig. 3.8, where the n-th PTP

packet is only classified as "good" if it is closer to Cmin[n] and it has a delay less than τth[n].

3.3 Time and Frequency Offset Estimators

In the context of IEEE 1588 networks, we are interested in estimating the true time and

frequency offsets by using the measurements provided by the PTP protocol to correct the RTC

from the slave clock. However, as discussed in Section 2.2.1, the measurements using (2.17)

and (2.18) can be very noisy depending on network conditions and other sources of uncertainty.

Hence, in this scenario, estimation algorithms are heavily adopted to alleviate the noise in the

measurements and consequently improve the time accuracy. Section 3.3.1 presents a literature

review and Section 3.3.2 and Section 3.3.3 discusses how the algorithms are modeled.

3.3.1 Related Work

The algorithms presented in the literature to estimate the time and frequency offset are

usually classified into two main groups: window-based and model-based. The former group

is mainly composed of the so-called packet-selection algorithms, which consist of partitioning

the time offset measurements in windows and, for each window, selecting the measurement
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based on some statistical metric, e.g., minimum, maximum, mean, mode or median [31, 33–

36]. In contrast, the latter group aims to improve the estimation accuracy by incorporating the

knowledge of how the time and frequency offsets evolve over time.

In [31], the authors provided a formal statistical analysis of the commonly used packet

selection process. More specifically, the paper analyzes the performance from the sample-

minimum algorithm, where the time is partitioned into non-overlapping windows and, for each

window, the method selects only the one that had the smallest packet delay. The authors mod-

eled the network delay as the sum of propagation, processing, transmission and queuing de-

lay. The transmission and propagation were modeled as constant delays so that the PDV was

mainly composed of the processing and queuing delays, which were modeled as two biased

random variables. More specifically, the authors modeled the queuing delay at each hop with

an exponential distribution, so the sum of these independent’s exponentially distributed random

variables has an Erlang distribution. For simplicity, the processing delay was omitted from

the statistical formulation. The results show that the effectiveness of the packet-selection algo-

rithms depends on the shape of the packet delay distribution, which changes depending on the

network loads. For instance, the sample-minimum presented a better performance for light load

networks, where the delay distribution presented an exponential-like shape. For heavy-load

networks, the sample-mean had better performance because the higher loads produced a delay

distributing similar to higher-order erlang’s densities, resembling Gaussian shape. Finally, the

sample-maximum had a better performance with in-line traffic.

Based on the analysis presented in [31], the work in [33] proposed a dynamic mechanism

to select between the sample-minimum, sample-mean and sample-maximum based on the delay

distribution. The objective is to select the algorithm that yields better performance in real-time

depending on the current delay distribution. For that, the algorithm that outputs the minimum

variance for the given window of delay measurements is selected.

In the same way, the works in [34, 35] propose the use of the sample-mode as a filtering

technique. The idea is to use the statistical mode to select the measurements with the delay that

most appears in a window of observations. For example, in a higher load network, the delay

distribution would be more concentrated on the maximum. Thus, using the sample mode bin, we

would also select the measurements close to the maximum from the distribution. Similarly, for

a light load network where the delay distribution would be more concentrated on the minimum

delays, the mode of the operator would also select measurements close to the minimum. Using
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simulation, the authors show that sample-mode could efficiently adapt to the delay distribution.

However, the authors do not present a good description of the implementation details. For

instance, how to select the bin width of each histogram bin. Additionally, the authors do not

describe the weaknesses of the technique. For example, the performance heavily depends on

how narrow the distribution is around the theoretical mode and the performance will be affected

if there is more than one mode, i.e., in a dual-mode distribution.

None of the works in [31, 33–35] took into consideration the bias associated with the

packet-selecting algorithms, which differ significantly depending on the packets that are se-

lected. As discussed, the sample-minimum could be used to select the packets with the smallest

delays in the m-t-s and s-t-m direction. Intuitively, we could think this is the best approach in

a light network load. However, if the minimum delays in the m-t-s have a big difference when

compared with the minimum delays in the s-t-m direction, when calculating (2.17), the bias

introduced by this asymmetry becomes problematic for the PTP performance. Therefore, the

estimation of the delay asymmetry also has a very important role in the estimation techniques

for the IEEE 1855 networks and will be discussed later in this chapter.

In addition to the packet selection algorithms, some algorithms incorporate the knowledge

about how the time and frequency offset evolves over time, which are the so-called model-based

algorithms. One example is the well-known KF that can be used to estimate both time and

frequency based on a set of noisy measurements. Many works analyzed the use of KF for the

specific problem of clock synchronization [19, 37–41].

In [37], the author presented a performance comparison between KF, linear programming

(LP), and the moving average algorithm for the problem of clock synchronization. The work

is based on numerical simulation and uses the network time protocol (NTP), but it can also

be interpreted for PTP without problems. The KF was modeled using a scalar-state vector-

measurement model, where the state was designed to be the inter-arrival interval from the NTP

messages between the master and the slave clock. Subsequently, the time and frequency offsets

can be calculated by comparing this value with the nominal inter-departure interval. It was

shown that KF outperforms both least squares (LS) and moving average algorithms in a scenario

where the delays experienced by the NTP messages were modeled as white-gaussian random

variables. In contrast, LS was superior in a scenario with bursty traffic. In both scenarios, the

moving average was less accurate than the other two approaches.

In [38], KF was modeled as a vector-state vector-measurement, where the system state is
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composed of both time and frequency offsets, and both states are also observed in the measure-

ments. The authors analyze the influence of oscillator noises and timestamping uncertainties

in the synchronization accuracy, although only standard deviations of the time and frequency

offset were given. Also, this work does not consider packet delay uncertainties, which in PTP-

unaware networks would be the main source of the noise. In these conditions, it was shown that

KF only helps under high timestamping uncertainty, e.g., software-based, whereas the KF per-

formance approaches the raw PTP measurements under a low timestamping uncertainty, e.g.,

hardware-based.

The authors of [38], under the same assumptions and simulation environment, extended

the analysis of KF in [39]. They emphasize that the accuracy level depends on the timestamping

uncertainty. Thus, in [39] they proposed a combined algorithm consisting of two Kalman filters

with the objective to detect outliers and improve the KF robustness. The idea is that the update

stage should only be calculated if the time and frequency offsets measurement are reliable. The

method is based on the innovation value, which means that the update state is only used if

the new measurement is not much discrepant from the estimated one. The second KF runs in

parallel and serves as a fallback, for example, if the reference time source fails. The approach

is shown to improve robustness and achieve good accuracy.

A more practical analysis of KF was presented in [41]. The authors proposed a more

energy-efficient and less computationally complex version from [38] with a vector-state scalar-

measurements model. The proposed solution only runs the update stage when requested. This

work also discusses that the KF parameters need to be carefully initialized, especially the state

noise covariance matrix, to maintain a good synchronization accuracy.

3.3.2 Kalman Filtering

The KF is a widely used estimation algorithm for linear filtering and prediction in different

applications. It was first introduced by Rudolf E. Kálmán in [42]. The filter provides an efficient

recursive way to estimate the state of the linear dynamic system by combining the mathematical

system model with a series of noisy measurements observed over time. The idea is that, by

combining these two pieces of information, we can estimate the system state better than the

estimate produced by either information alone.

The KF overall goal is to find the best estimate of the system state at each time step

using the value predicted by the system model and using the information provided by the noisy
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measurements. For that, it starts by predicting the system’s behavior at the next time step (a prior

estimate). Then, it adjusts the value predicted using the available measurements (a posteriori

estimate). Thus, the KF process can be described in terms of two stages, predict and update, as

shown in Fig. 3.9. Appendix A presents the basic theory regarding KF.

We start the KF design by defining the state variables of the system. The state vector s,

corresponds to the vector of states that can be used to describe the future states for a given dy-

namic system. In the context of clock synchronization, a two-state clock model can be adopted,

as shown in [38, 41], where the state is composed of the time and frequency offset, as follows:

s[n] = [x[n], y[n]]T . (3.8)

According to ITU-T G.810 [21], the time offset can be modeled as a piecewise linear

function of time:

x[n] = x[n− 1] + y[n− 1]∆t+ ψ[n], (3.9)

where y[n] is the frequency offset, ∆t is the PTP exchange period, and ψ[n] is a random variable

that models all the deviations that affect the time offset and frequency offsets.

The random noise ψ[n] comes primarily from the random phase deviations, as discussed

in Section 2.1.2. As shown in [41], a simple model can be used considering only WFM, which

causes random-walk in time, and RWFM. In this case, ψ[n] can be denoted as a random process

with increments represented by stationary zero-mean random variables with finite variance.

Hence, the model becomes:x[n] = x[n− 1] + y[n− 1]∆t+ wx[n− 1]

y[n] = y[n− 1] + wy[n− 1],

(3.10)

where wx[n] and wy[n] are the random walk noise terms that affect the time and frequency

offset, respectively.

The state process s can be modeled using (3.10) and (3.8) as:

sk = Ask−1 +wk−1, (3.11)

where A is the state transition matrix and can be defined as:

A =

1 ∆t

0 1

 , (3.12)
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and w[n] = [wx[n− 1], wy[n− 1]]T is the state noise vector.

In this formulation, the state noise vector w[n] describes the random-walk process in

time and frequency. This process is modeled as a zero-mean Gaussian vector with covariance

Q = E[w[n]wT [m]]. In other words, the Q matrix describes the intrinsic stochastic uncertainty

present in the system state model. Furthermore, the formulation also assumes that Q = 0 for

n ̸= m, and that wx[n] and wy[n] are uncorrelated so that Q is a diagonal matrix [38, 41].

In the context of clock synchronization, clock noises are usually estimated in terms of Al-

lan variances [22]. Many works discuss ways to find a relationship between the Allan variances

and the clock noise parameters, as shown in [43]. However, these methods require individ-

ual analysis for each clock device. Differently, in this work, we tried to automate this process

by testing a range of values in the Q matrix and choosing the one that minimizes the overall

max|TE| of the system.

In addition to the state model, the KF also uses the measurement model. In [41], the

adopted strategy only relies on the time offset. Differently, [38] adopted the measurements

composed of both time and frequency offsets. One should note that depending on the adopted

measurement model, the resulting state variables can be directly measured or not. Sometimes,

the parameters we choose to represent a system are intrinsic to the problem but impossible to

measure in practice. In these scenarios, as the KF is a state observer, the internal states of

the system can be inferred using the information provided by the others states if the system is

classified as observable.

Here, we adopt the measurement model similar to [41]. The measurement is only com-

posed of the time offset. This way, given that our system state is composed of both the time and

frequency offsets, as defined in (3.10), the frequency offset is estimated internally by the filter.

Thus, the measurement can be modeled as:

z[n] = hs[n] + υ[n], (3.13)

where υ[n] represents all the noises present in the PTP measurements and is defined as the

measurement noise, modeled as a zero-mean Gaussian random variable with variance r, and

h = [1, 0] corresponds to the transition vector. Here, as the measurements are only composed of

time offset measurements, the transition is a (2×1) vector. The variance from the measurement

noise is defined as:

r = σ2
υ = [Var{υ[n]}]. (3.14)
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Figure 3.9: Kalman filter loop.

We assume that the noise present in the PTP measurements is mainly composed of PDV,

unlike [38], which models the measurement noise mainly composed of timestamp uncertainties

and propagation delays. Thus, based on (2.17) and (2.19), and assuming that the master-to-slave

and slave-to-master delays are independent, wide-sense stationary (WSS) and white discrete-

time random process, the measurements noise variance σ2
υ can be defined as:

σ2
υ =

Var {dms[n]}+Var {dsm[n]}
4

= Var
{
d̂[n]

}
. (3.15)

A big advantage of this measurement model is that the variance from (3.15) coincides

with the variance of (2.19), which the slave can compute in practice. Also, the KF formulation

assumes that the noise that affects the measurements is composed of a zero-mean Gaussian

random variable. Thus, we keep these assumptions to make the model more tractable.

In contrast, when assuming the vector-measurement model, where the observation vector

consists of both time and frequency offsets, as shown in [44], the measurement noise covariance

requires the knowledge of the individual delay variances, master-to-slave and slave-to-master,

which the slave does not have in practice.

For initializing the filter, KF assumes the knowledge of the initial state estimation error

covariance, denoted as P0, and the initial state s0. To initialize s0 we opt to use the first two

PTP exchanges. More specifically, the time offset is initialized with the estimate from (2.16),
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and the frequency offset is estimated using (2.18). Note that the filter must wait for the first

two exchanges before starting. Most of the time, it is preferable to use this approach than to

initialize with a random state, as the filter tends to start closer to the real initial state. In addition,

the P0 is initialized with arbitrarily large values due to the lack of knowledge of the first state’s

variance. The idea is that by initializing this way, the filter will start with a high KF gain. In

other words, it will start with low confidence in the state, favoring the observed measurements.

Finally, Fig. 3.9 summarizes the equations and computational sequences of KF.

In terms of using the knowledge of the TDD system, one way is to perform the update

stage only if the exchange is considered good. In this case, the KF model described above

remains the same, and KF continues to estimate the system state in the prediction stage on every

PTP exchange. The only change is that the state is predicted only using the system model until

there is a good PTP exchange to adjust the predicted value using the good PTP measurement.

3.3.3 Packet Filtering

This section discusses the strategies such as sample average, sample minimum and sample

maximum. As discussed in Section 3.3.1, these methods are helpful for filtering the PDV.

These algorithms work by filtering the timestamp differences, from (2.15) in the m-t-s and

s-t-m direction, to estimate the time offset. The observed timestamp differences are usually

partitioned into windows, where the samples within the window are used to estimate the time

offset. In this work, we use an overlapping sliding window where only one sample differs from

the current window to the next window.

As defined in [36], the packet selection algorithms estimate the time offset for the k-th

window as follows:

x̂[n] =
ξ{t21[k]} − ξ{t43[k]}

2
(3.16)

where ξ{t} denotes either the minimum, maximum or average of the elements of the vector t.

Note that, under the assumption that the time offset is constant within the observation

window k, the estimation from (3.16) can be seen as:

x̂[n] ≈ x[kN ] +
ξ{dms[k]} − ξ{dsm[k]}

2
(3.17)

where N denotes the size of the observation window, x[kN ] is the constant time offset from the

k-th window, and dms[k] and dsm[k] are the vectors with the observed delays within the k-th

window in the m-t-s and s-t-m direction, respectively.
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From (3.17), it is easy to understand the rationale from the packet selection algorithm.

The objective is to select the PTP packets that have symmetric delays in the m-t-s and s-t-m so

that the delay terms cancel each other. Thus, if the delays are symmetric, the final estimate is

closer to the true time offset, consequently, filtering out the PDV.

For increasing the chances of finding symmetric delays in both directions, we could use a

very large size N for the observation windows. By doing so, the assumption of a constant time

offset within the observation window no longer holds and the performance would be affected.

We can conclude that these algorithms are sensitive to the size of the observation window.

In this work, we use the method proposed in [36] that consists of adding a preprocessing

step to adjust the values of the timestamp differences. Thus, instead of (2.15), the compensated

version from (3.3) is used instead.

In this case, equation (3.16) needs to be adjusted to use the drift-compensated t′21[n] and

t′43[n] as:

x̂[n] =
ξ{t′21[k]} − ξ{t′43[k]}

2
+

N−1∑
j=0

∆̂x[j] (3.18)

where t′21[k] and t′43[k] are vectors with the drift-compensated samples within the k-th window

and the summation term is used to reintroduce the estimated time offset drift so that the final

result produces a time offset estimation. The objective of using the drift-compensated version

from the timestamp difference is to compensate for the time offset drift so that the time offset

remains constant for a bigger period of time. As a result, this enables the observation window

to be bigger and consequently improves the time offset estimation.

In terms of using the knowledge from the TDD system, the packet filtering as described

above can be performed only in the PTP packets that are considered to be good. For instance, the

sample average can be modified to only process the packets that are classified as good. The same

rationale can be extended to sample minimum and sample maximum. However, the expectation

is that the sample minimum will naturally select the samples that traverse the network with the

minimum delay, i.e., the "good" packets. On the other hand, the sample maximum will naturally

select the samples that traverse the network with the maximum delays which we define as the

bad packets. Thus, only the sample average is modified to use the TDD information in this

work.
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Figure 3.10: Window-based filtering for time offset drift estimate.

3.3.4 Time Offset Drift Estimation

The time offset drift estimation used in Sections 3.2.2 and 3.3.3 is defined as follows:

∆x[n] = ŷ[n](t1[n]− t1[n− 1]), (3.19)

where ŷ[n] is the frequency offset estimate. The frequency offset, in turn, is estimated with (2.18),

where the time offset x̂[n] term is estimated based on the one-way formulation using the times-

tamp difference t21[n]. Thus, the frequency offset is estimated as:

ŷ[n] =
t21[n]− t21[n−N ]

t1[n]− t1[n−N ]
(3.20)

To help alleviate the PDV noise on the ŷ[n] estimation, the minimum values of t21[n] are

filtered using a sliding window as illustrated in Fig. 3.10. Differently from Section 3.3.3, the

process relies on two windows of W samples, spaced by N samples. In the end, the time offset

drift is estimated as:

ŷ[n] =
min0≤i≤W2{t21[n− i]} −min0≤j≤W1{t21[n−N − j]}

t1[n]− t1[n−N ]
. (3.21)

3.4 Delay Asymmetry Estimation

The PTP formulation for calculating the time offset, assumes that the delay in the m-t-s

and s-t-m are symmetric, as discussed in Section 2.2.1. So, the PTP measurement from (2.17)

produces biased estimates due to the delays difference in the forward and backward paths.

As discussed in Section 2.2.2, and demonstrated in (2.24), there are many sources of delay
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asymmetry, such as PHY latencies and network delays, i.e., propagation, processing, queuing

and transmission.

Many works in the literature proposed methods to estimate the delay asymmetry that

affects the PTP measurements that could be used in conjunction with the algorithm used to

estimate the time and frequency to enhance the overall performance, some of these methods are

discussed in Section 3.4.1.

3.4.1 Related work

The authors of [45] assumed that the random delay experienced by the PTP packets con-

formed to Gamma distribution, based on the results from [31,33]. Based on this key assumption,

the authors derived a recursive method to find the distribution parameters. However, in practice,

the delay distribution depends on many factors, like the network topology and network load.

Thus, it is difficult to fit the delay with a single distribution as proposed, which can lead to

estimation error.

In [46], the proposed algorithm estimates the delay asymmetry based on the difference

between the queueing delay of each packet and the minimum observed queueing in a window.

However, this approach is sensitive to the minimum observed queueing delay because it requires

a symmetric value in both m-t-s and s-t-m directions. Furthermore, it requires that the windows

are large enough to contain minimum delayed packets.

Based on [46], the authors of [47] proposed a method to estimate the path asymmetry on

PTP-unaware packet-switched networks using convolutional denoising autoencoders (CDAEs).

The CDAEs are used to filter the noisy PTP information at the slave side to reconstruct the path

asymmetry information. However, the downside of this approach is that the CDAE needs to

be trained to denoising known asymmetry patterns, which change depending on the network,

which might not be practical.

3.4.2 Queuing-Induced PTP Delay Asymmetry

The two major challenges in PTS networks are the PDV and delay asymmetry. The algo-

rithms presented in Section 3.3 are usually used to filter the PDV and other methods need to be

used to estimate the bias introduced by the delay asymmetry.

In the case of TDD, the FH traffic will be most of the time asymmetric in the m-t-s and

s-t-m directions. However, different from the other scenarios, in a TDD FH the packets will
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experience two main levels of delay. Thus, this work proposes a mechanism that operates

continuously (in runtime) and utilizes the knowledge about the TDD cycle provided by the

method described in Section 3.2. The mechanism uses information such as the TDD class that

each packet belongs, good or bad clusters, to compensate for the bias introduced by the different

queuing delay in the m-t-s and s-t-m directions.

Recall from Section 2.2.1 that the slave clock can estimate the time difference between

the local clock and the master clock using the timestamp differences in (2.15). However, this

calculation produces a biased estimate due to the delay asymmetry γ[n] as shown in (2.17).

The delay asymmetry is defined as half of the difference from the delay in the m-t-s and

s-t-m, as follows:

γ[n] =
dsm[n]− dsm[n]

2
, (3.22)

where each delay component (dms[n] and dsm[n]) can be modeled as a sum of dynamic and

static components, as discussed in Section 2.2.2. Rewriting (3.22) in terms of the dynamic and

static components, yields:

γ[n] =
(qms[n] + κms)− (qsm[n] + κsm)

2
(3.23)

=
qms[n]− qsm[n]

2
+
κms − κsm

2
, (3.24)

where the first term is the queuing-induced asymmetry (QIA) caused by the different end-to-end

delay experienced by the PTP packets in the downlink and uplink directions due to the different

FH utilization. The QIA is generally the most significant by far in the TDD scenario. The

second term is the asymmetry caused by the static components of the delay.

The method relies mainly on the first difference of the delays experienced by PTP mes-

sages defined as:

∆dms[n] = dms[n]− dms[n− 1]. (3.25)

When the TDD is on the uplink or gap slot, the PTP messages in the downlink will ex-

perience low delays, with null queuing delays in the network. That is, qms[n] = 0. In contrast,

when the TDD is in the downlink slot, the PTP messages in downlink will have to share the

network with the FH traffic, and in this case, the delay will vary with a random realization of

qms[n]. Thus, the goal is to capture the difference between packets that traverse the network

with a high delay (transmitted in the downlink slot) and those with a low delay (transmitted in
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the uplink or gap slots). Ultimately, this difference results in the asymmetry caused by the FH

traffic and can be used to compensate final time offset estimated by the slave clock. The same

analysis is used for the packets in the uplink direction. The difference is that on the uplink, the

higher delays will happen when in the uplink slots and the lower in the downlink and gap slots.

The goal is to estimate the bias affecting the bad packets due to the queuing delay. Thus,

if we capture the difference of the delay in the m-t-s direction, experienced by packets classified

as good and the delay of a packet classified as bad, the delay difference becomes:

∆dGB
j [n] =

qms[n] + (κms − κms), for j=ms

qsm[n] + (κsm − κsm), for j=sm,
(3.26)

where the subscript GB denotes a transition from a good to a bad packet, and the subscript j

denotes the direction (m-t-s or s-t-m). The term (κj − κj) is considered to be equal to zero, as

the constants cancel each other out. Thus, equation (3.26) becomes:

∆dGB
j [n] ≈

qms[n] for j=ms

qsm[n] for j=sm.
(3.27)

As discussed in Section 2.2.1, the slave only has the knowledge from the timestamps. So,

by taking the first differences of t21[n] and t43[n] from (2.15), we obtain the following metrics

that can be used to estimate the ∆dBG
j :∆t21[n] = ∆x[n] + ∆dms[n]

∆t43[n] = −∆x[n] + ∆dsm[n],

(3.28)

where ∆x[n] represents the time offset drift. If the time offset does not change significantly be-

tween the consecutive PTP messages, the true time offset drift can be assumed to be negligible.

Therefore, for simplicity, we will assume that ∆x[n] = 0.

From (3.28), the slave clock can estimate the delays as follows:∆̃dms[n] = ∆t21[n]−∆x[n]

∆̃dsm[n] = ∆t43[n] + ∆x[n],

(3.29)

However, as discussed previously, the only transitions of interest are the ones from good

to bad packages, as the only packets that need to be corrected are the ones that suffer queuing

delay. Therefore, the slave can estimate ∆dGB
ms and ∆dGB

sm for the n-th packet as follows:∆̃dGB
ms [n] = t21[n]− t21[k]

∆̃dGB
sm [n] = t43[n]− t43[k],

(3.30)
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Figure 3.11: Timestamp differences in the downlink direction.
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Figure 3.12: Timestamp differences in the uplink direction.
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where k is the sample position of the last good packet (k < n), and t21[k] and t34[k] represents

the difference of the timestamps from the last good packet in the m-t-s and s-t-m, respectively.

Fig. 3.11 and Fig. 3.12 illustrates the operation.

Finally, the QIA can be estimated by calculating the first difference from the good to bad

transitions in both directions (m-t-s and s-t-m), as follows:

b̂[n] =
∆̃dGB

ms [n]− ∆̃dGB
sm [n]

2
=
qms[n]− qsm[n]

2
. (3.31)

However, note that when considering an n-th exchange that happens on a downlink slot on the

TDD FH, the PTP packet on the m-t-s will have a high delay and will be classified as bad.

On the other hand, the packets on the s-t-m will have the network with a low network load.

Thus, the packets in the s-t-m direction will be classified as good. In this situation, there is no

estimation for the ∆̃dGB
sm [n], so (3.31) should consider ∆̃dGB

sm [n] = 0 to calculate the bias for the

n-th packet. The same idea holds for the downlink.

The slave can compensate for the bias on the time offset measurement from (2.16), as

follows:

x̂[n] = x̃[n]− b̂[n]. (3.32)

The corrections can also be applied asynchronously, on the difference of the timestamps,

as follows: t̂21[n] = t21[n]− αms[n]∆̃d
GB
ms [n]

t̂43[n] = t43[n]− αsm[n]∆̃d
GB
sm [n],

(3.33)

where αj[n] is 1 if the packet is classified as bad or 0 otherwise. We assume that the slave can

detect the class for each packet using the methods shown in Section 3.2.

Once the slave compensates for the bias using (3.32) or (3.33), the residual bias is ex-

pected to approach the bias that exists when the PTP is transmitted without FH traffic, aside

from the estimation error.



Chapter 4

Testbed

This chapter describes the testbed used to generate the results present in this work. The

use of a testbed to extract realistic information helps to understand the complexity and problems

that are present in timing systems. The testbed’s primary goal is to support the acquisition of

labeled timestamps datasets with high precision for offline processing in a realistic environment.

The collected datasets can then be used to evaluate multiple synchronization algorithms, find

patterns and extract further insights from the data.

This chapter is organized as follows. In Section 4.1, an overview of the current testbed

is described. Section 4.2 highlights some important points related to the PTP implementation.

Subsequently, Section 4.3 discusses how the FH packets are encapsulated and periodically trans-

mitted. Section 4.4 details the changes introduced on the testbed to make the FH traffic mimic

the periodic pattern described in Section 3.1. Finally, Section 4.5 describes the acquisition of

labeled datasets, and Section 4.6 presents the framework used for processing the datasets.

4.1 Testbed Overview

The testbed used in this work was initially described in [26, 48, 49] and further improved

in [36,44]. Given the complexity of the current testbed, the details described in this work will be

concentrated on the key components used to generate the experiments described in Chapter 5.

Fig. 4.1 presents an overview of the current testbed. It is composed of three Xilinx Virtex-

7 FPGAs, among which two Xilinx VC707 boards act as PTP slave clocks (RRUs) and one

Xilinx V709 board act as the PTP master clock (BBU), where the FH network are composed

of PTP-unaware GbE switches in a tree topology. In the testbed, the master and slave clocks
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Figure 4.1: Testbed overview.

exchange PTP messages, as described in Section 2.2.1. For each exchange, the slave clocks

collect t1[n], t2[n], t3[n], t4[n] and some auxiliary timestamps. All the collected timestamps are

then forwarded to the host PC. Finally, the host PC saves all the exchanges in a dataset to be

later processed by PTP-DAL. The details about the auxiliary timestamps and PTP-DAL will be

clarified later in this chapter.

The PTP-unaware network can be configured in two ways. The first is using one switch,

where a different number of hops are configured using port-based VLANs. The second option

is to use four physical switches, whose details are described in Table 4.1. The analysis of the

different processing delays in both configurations is described in Section 5.2.

Table 4.1: PTP-Unaware switches used in the testbed.

Label Model

Switch #1 Intelbras SG 2404 MR

Switch #2 TP-Link T2600G-28TS

Switch #3 TP-Link TL-SG3210

Switch #4 TP-Link TL-SG3210

The BBU communicates with the Ethernet Switch through a 1000BASE-SX (optical)

small form-factor pluggable (SFP) transceiver, and the RRUs adopt a 1000BASE-T (copper),

using the onboard Marvel 88E1111 GbE PHY. Despite the different PHY interfaces, all the

FPGAs implement the same Ethernet MAC, which consists of the Xilinx Tri-Mode Ethernet
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Figure 4.2: Overview of the testbed connections and clock distribution paths.

Fig. 4.2 describes the connections and some of the clock distribution present in the testbed

(for simplicity it only describes one BBU and one RRU). Starting with the BBU, Fig. 4.2 shows

an external reference with a high-stability 125 MHz differential clock signal, which comes

from an AD9548 evaluation board [51] (labeled as PPL#3). The PPL #3 was customized with

a Connor-Winfield’s OH300 stratum 3E OCXO, which has frequency stability of ±5 ppb. It

is important to note that this external reference feeds the master RTC. Since all the other PTP

clocks are derived with respect to the master RTC, this external clock determines the primary

reference clock (PRC) in the testbed.

Next, the BBU is connected to a chain of Ethernet Switches and distributes its clock via

PTP. The RRU synchronizes its local RTC based on the PTP packets. As detailed in [49],

the RRU uses the synchronized time to generate a synchronized frequency that is used to feed

an Analog Devices FMCOMMS2 board. More specifically, the RRU first outputs a 40 MHz

reference that is connected to an AD9548 (labeled as PLL #1). The PPL provides a cleaner

signal which is finally used to feed the FMCOMMS2 board, the RF frontend.

The RRU provides two types of oscillators used to control its local RTC. The first one

is an XO, which comes from the onboard XO and has frequency stability of ±50 ppm. The

second one is an OCXO and has a similar setup to the one used in the BBU, which comes from



49

an AD9548 with a custom OCXO with a frequency stability of ±5 ppb. In the experiments

presented in Chapter 5, both oscillators will be used to compare the PTP performance when the

slave clock uses oscillators with different frequency stability specifications.

The pulse per second (PPS) signal and the TDD signal that connects the BBU and the

RRUs, as illustrated in Fig. 4.2, will be described in Section 4.5 and Section 4.4, respectively.

4.2 PTP Infrastructure

The PTP implementation used in the testbed comes from the adopted EMAC [50], which

is instantiated using the so-called Ethernet audio video bridging (AVB) endpoint option [52].

This implementation provides PTP hardware timestamping and the RTC from which the PTP

packet departure and arrival timestamps are taken.

In terms of timestamping granularity, the RTC from the EMAC implementation, is driven

by a 125 MHz clock. Thus, the time increment is 1/fnom = 8 ns. As a result, the quantization

noise for each timestamp on the testbed is uniformly distributed from 0 to 8 ns.
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Figure 4.3: Testbed timestamp position.

Regarding the timestamp mechanism, as discussed in Section 2.2.2, the EMAC imple-

mentation takes the timestamping on PTP arrival and departure when the first symbol after the

start of frame delimiter (SFD) from the PTP event messages, crosses the red line highlighted

in Fig. 4.3. Then, to reduce the latency introduced by the timestamping mechanism, the imple-

mentation corrects the fixed latency introduced by the Tri-Mode Ethernet MAC block for each
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timestamp by subtracting or adding the known MAC latency. As a result, the final timestamps

correspond to the time at the gigabit media-independent interface (GMII) interface, highlighted

in green in Fig. 4.3.

Note that, the latency introduced by the external PHYs will still introduce a variable

latency that will contribute to the total delay experienced by the PTP packet. More specifically,

it will introduce delay asymmetry that impacts the PTP performance.

4.3 Fronthaul Traffic

The testbed is composed of 2 RRUs served by a central BBU. Each RRU has two antenna

carriers (AxCs). Thus, the FH traffic at the BBU is configured to transmit 4 independent LTE

5 MHz baseband streams, two for each RRU. Similarly, each RRU transmits 2 streams, one for

each AxC, in the uplink to the BBU.

The testbed adopts the FH functional split E from [53], also called raw in-phase and

quadrature (IQ) samples, where the IQ samples are encapsulated into the FH packets. Addition-

ally, the FH frames have fixed length, i.e., the number of encapsulated IQ samples per frame

and the IQ size in bits are set to fixed values. Finally, the frames are transmitted periodically in

time with a constant period ifh. Thus, the FH traffic generated by the FPGAs are called constant

bit rate (CBR) FH traffic.

For instance, if the Ethernet frame is configured to carry 32 IQ samples per AxC, the total

IQ samples per packet will be 64 (for each RRU). With this configuration, as the devices process

the samples for each AxC in parallel, it takes 32 sample periods Ts for the devices to fill the FH

packet. The FH packets are transmitted as soon as they are filled up with the configured number

of samples per packet. Each frame is transmitted periodically with the interval defined as:

ifh =
ηspf × Ts

ηa
, (4.1)

where Ts is the sampling period, ηspf is the number of IQ samples encapsulated per frame, and

ηa is the number of antenna streams in the destination RRU. Also, note that ηspf includes IQ

samples to (from) all antennas of a RRU. For example, considering Ts = 1/fs, where fs = 7.68

MHz, ηspf = 64 and ηa = 2, the FH packet inter-departure interval is approximately 4.16 µs.

In terms of encapsulation, Fig. 4.4 illustrates a FH frame. Additionally to the IQ samples,

the payload of the FH packet also includes a header with 14 bytes of metadata. Besides, the

Ethernet header adds more 30 bytes of overhead, which is composed of 7 bytes for the Ethernet
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Figure 4.4: Illustration of the FH packet structure.

preamble, 1 byte for SFD, 12 bytes for MAC header (destination and source MAC address),

4 bytes for the VLAN 802.1Q tag, 2 bytes for the Ethertype and 4 bytes for the frame check

sequence (CRC). Thus, the transmission delay from the FH packets tfh is given by:

tfh =
liq × ηspf + ηoh

Rline

, (4.2)

where liq is the IQ sample size in bits, ηoh is the Ethernet overhead length and Rline is the

Ethernet bit rate. For example, if we consider ηspf = 64, liq = 20 bits, and a GbE Ethernet, the

transmission delay will be 1.632 µs.

FH frame
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FH frame
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Figure 4.5: Testbed traffic pattern in CBR FH.

Finally, Fig. 4.5 illustrates the traffic pattern in the FH. In summary, in the DL, two FH

frames are transmitted (one of each RRU) every ifh. In UL, each RRU will transmit one FH

frame. The tipg is the minimum inter-departure gap of 12 bytes of idle line state required

by the Ethernet protocol before transmitting the next packet. Finally, every FH packet has a

transmission delay of tfh.

4.4 TDD FH Implementation

The testbed used in this work uses an updated version of the one described in [44]. This

work introduces a new mechanism to control the FH traffic to mimic a TDD FH, as described
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in Section 3.1. However, instead of implementing a TDD system on the air interface, we opt to

only mimic the FH traffic’s periodic behavior by controlling how the FH packets are transmitted

between the BBU and RRUs in the DL and UL directions.

As described in Section 4.3, the testbed implements a CBR traffic, where the BBU trans-

mits two FH packets, one for each RRU, with a constant period. Similarly, each RRU transmits

one FH frame with a constant period. To implement this behavior, the FPGA design of both

the BBU and RRU first stores the IQ samples to be transmitted over the FH in the transmission

(Tx) buffers. Then, it encapsulates the samples on Ethernet frames and transmits them in the

FH network. More specifically, these buffers consist of dual-port first-in first-out (FIFO) queues

with independent clocks for read and write operation. By using this architecture, the production

rate of FH packets can be controlled.

At the RRU, the transmission path is illustrated in Fig. 4.6. First, the IQ samples are

acquired from the analog to digital converter (ADC). Then, at each sampling clock, the IQ

sample for each AxC is buffered at the FIFO block. In other words, the write-side of the Tx

FIFO is clocked with the sampling clock. For example, using two AxCs, it would take 32Ts

periods to write 64 IQ samples in the green FIFO. At the FIFO reader-side, the IQ packer block,

responsible for forming the FH packets, reads the samples more quickly, with a clock rate of

100 MHz. However, using this dual-port FIFO, the production rate is controlled by the slower

operation, which in this case is the sampling frequency.
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Figure 4.6: Tx design for controlling the FH traffic at the RRU.

Given the design implemented in the RRU, we introduced the TDD Controller block to
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add one more level of control for the FH packet production. The TDD controller is responsible

for enabling and disabling the write-side of the green FIFO illustrated in Fig. 4.6. By doing so,

the FH traffic, transmitted by the RRU, can be disabled for a precise period of time.

Differently from the RRU, at the BBU side, the Tx FIFOs reads the IQ samples from

the memory through a direct memory access (DMA) engine, which operates at 100 MHz. In

this case, the mechanism used to control the production rate is based on a two-level dual FIFO

architecture, as illustrated in Fig. 4.7. The input has a stream of IQ samples ordered with alter-

nated samples for each AxC. Then, the IQ samples are demultiplexed alternately to a number

of parallel two-stage FIFO paths, which is equal to the number of AxC served by the BBU. The

write-side of this first-level FIFOs (blue) operates with 100 MHz. Then, the intermediate path

conveys the IQ samples from the first-level FIFOs to the second-level FIFOs (green) with a rate

equal to the sample rate of the radio interface. As a result, the IQ packer block needs to wait

for the samples to be ready at the second-level FIFOs, which is controlled by the sampling rate.

Similarly to TDD controller implemented at the RRUs, a TDD controller block implemented at

the BBU can enable/disable the FH production operation by controlling the read-side from the

first-level FIFOs.
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Figure 4.7: Tx design for controlling the FH traffic at the BBU.

To mimic a TDD FH as described in Section 3.1, the TDD controller at the BBU imple-

ments a state machine composed of three stages: downlink, gap and uplink. At the downlink

stage, the controller illustrated in Fig. 4.7 enables the intermediate path to get only enough sam-

ples to form FH packets that can be transmitted within the downlink time slot. In other words,
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Figure 4.8: TDD State machine.

at the downlink stage, the controller counts enough IQ samples to be transmitted in the defined

period of time. Similarly, the TDD controller at the RRU controls the number of samples that

can be transmitted within the uplink time slot. As DL and UL in a TDD system need to be

synchronized, the controller block implemented in the BBU is the one that controls the overall

system. For that, the BBU produces a TDD out signal that is connected in both RRUs (TDD in)

using a coaxial cable, as illustrated in Fig. 4.2.

For example, if the TDD controller at the BBU is configured to operate with the TDD slot

configuration DDDDDDDFUU, the state machine will have the behavior described in Fig. 4.8,

where the downlink is enabled for 7 ms, then the gap is enabled for 1 ms and finally, the uplink

is enabled for 2 ms. In this configuration, the first stage will be the downlink, where the TDD

controller at the BBU will enable the buffers to make the IQ samples flow and it will disable

the buffers at the RRU to stop the traffic during this time slot. Then, at the gap time slot, the

controller will disable the traffic from both BBU and RRUs. Finally, at the uplink time slot, the

controller will enable only the traffic from both RRUs for 2 ms.

To facilitate the explanation, let us consider a numerical example. First, recall that the IQ

samples from each AxC are processed in parallel by each green FIFO, as illustrated in Fig. 4.7.

Thus, considering that the BBU are serving 4 AxCs (two for each RRU), there will be 4 FIFOs.

In this setup, the TDD controller counts up to 53760 IQ samples for each FIFO and then it

disables the buffers. That is because, considering the sampling frequency of fs = 7.68 MHz,

in 7 ms the BBU can only produce 53760 samples per AxC. After that, the state machine will

transit to the gap stage, where using the same rationale, the TDD controller will count up to

7680. Each increment is controlled by the sampling period. As a result, it is equivalent to

waiting for 1 ms. Finally, the controller will start the uplink stage, for that, the TDD signal will

be enabled and the TDD controller at the RRU will enable the traffic, similar to the BBU, until
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the limit of 15360 IQ samples, which is the number of samples produced in 2 ms. Then, the

cycle restarts at the BBU.

Therefore, using this implementation, the FH traffic can be controlled to have periodic

traffic, similar to the one described in Section 3.1.

4.5 Acquisition of Labeled Datasets

A key feature of the testbed is that it can generate datasets with PTP information with high

accuracy for offline analysis. As commented in previous sections, those datasets are composed

of the common PTP timestamps t1[n], t2[n], t3[n] and t4[n], and auxiliary timestamps. The

auxiliary timestamps are used to calculate the true slave time offset (x[n]) and the real one-way

packet delays in the m-t-s direction (dms[n]) and the s-t-m direction (dsm[n]) over each PTP

exchange. This feature allows for the offline analysis of different synchronization algorithms

under the same environmental conditions once we know the true time offset, such that we can

assert the quality of such algorithms. It also enables the analysis of delays suffered by the PTP

packets in different network conditions.

To support the acquisition of such datasets, the testbed uses two distinct RTCs in the slave

node, the PTP-synchronized RTC (PTP-RTC) and the PPS-synchronized RTC (PPS-RTC). The

PTP-RTC comes with the EMAC IP and is the source from which the departure and arrival

PTP timestamps are taken, as discussed in Section 4.2. On the other hand, the PPS-RTC is

responsible for the auxiliary timestamps, which are used to determine the ground truth labels.

The design aspects and hardware details of the PPS-RTC implementation is out of the scope of

this work but can be found in [36, 44].

The acquisition architecture is described at a high level in Fig. 4.9. The master clock

produces a PPS signal from its RTC, which is connected through a coaxial cable to the slaves.

This signal is used to synchronize with a high precision the PPS-RTC present in the slave

devices. In other words, the PPS-RTC shares the reference time from the master clock. In

addition to the PPS-RTC, the slave also has the PTP-RTC, which is used for the normal PTP

operation. Therefore, for each PTP exchange, the slave generates the timestamps t2[n] and t3[n],

and almost at the same time 1 it also takes the auxiliary timestamps (tpps2 [n] and tpps3 [n]), which

1The sampling of the two RTCs happens at the same clock cycle but it has a sophisticated mechanism for

matching the timestamps as described in [44].
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correspond to the t2[n] and t3[n] at the master reference time, as shown in Fig. 4.9.

Master Slave
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t3

t4

dms
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Delay
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Delay Resp

tpps2

tpps3

PPS
RTC

PTP
RTC

Figure 4.9: PTP delay request-response mechanism.

In the end, the acquisition procedure generates six timestamps: the common PTP times-

tamps taken from the PTP-RTC (t1[n], t2[n],t3[n] and t4[n]) and the auxiliary timestamps taken

from the PPS-RTC (tpps2 [n] and tpps3 [n]). With the timestamps from the PPS-RTC, it becomes

possible to calculate the following ground truth labels:

x[n] = t2[n]− tpps2 [n] (4.3)

dms[n] = tpps2 [n]− t1[n] (4.4)

dsm[n] = t4[n]− tpps3 [n] (4.5)

where x[n] is the true slave time offset with respect to the master clock, dms[n] is the true delay

experienced by the PTP packet in the m-t-s direction and dsm[n] is the true delay experienced

in the s-t-m direction.

4.6 PTP-DAL

The offline processing of the dataset acquired from the testbed described in the last section

is carried out by the PTP-DAL, an open-source library proposed in [36]. The library is imple-
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mented in Python and presents several synchronization algorithms discussed in the literature. It

also provides many graphical and statistical assessment tools to compare different algorithms

under the same conditions.

Fig. 4.10 illustrates the PTP-DAL architecture used in this work. The processing chain

starts by reading the dataset acquired from the testbed at the dataset reader block. Next, the

framework processes all the information available to calculate the true labels, using (4.3), (4.4),

(4.5), and also the PTP measurements using (2.17) and (2.18) to estimate the time and frequency

offset, respectively. The true labels and the resulting estimates become available to be used by

the other algorithms.

The algorithm blocks (e.g., TDD classifier, window-based estimators and model-based

estimators, QIA correction and drift estimator) are fully implemented with the formulation

presented in Chapter 3. Besides, the optimizer block implements a grid search optimizer to

adjust the algorithm parameters based on the max|TE|.
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Figure 4.10: PTP-DAL architecture.

PTP-DAL also implements a way to calculate and correct the ideal bias present in the

dataset due to the delay asymmetry. The bias correction is calculated based on the true mini-

mum, mean and maximum delay experienced by the PTP packet in each direction. Based on

these measurements, the delay asymmetry is calculated and based on this value, the time offset

estimates are shifted. For instance, the output from the sample minimum estimate produced
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with (3.16) is corrected by compensating the minimum asymmetry calculated based on the true

delays. On the other hand, the output from the sample-average and sample-maximum are com-

pensated using the average and maximum delay asymmetry, respectively. In summary, the bias

correction depends on the samples used by the algorithm. If the algorithm uses the minimum

delayed packets, the correction will be made based on the minimum delays.

Finally, based on all the estimates produced by the algorithms and the information avail-

able on the acquired datasets, PTP-DAL generates graphical and statistical results.



Chapter 5

Results

This chapter presents the experimental results from the algorithms presented in Chapter 3.

The experiments explore the testbed described in Chapter 4. The main goal is to evaluate the

achievable PTP performance in a practical TDD FH network.

The chapter is organized as follows. First, Section 5.1 describes all the parameters used

to generate the experiments. Next, Section 5.2 analyzes the delay suffered by the PTP packets

when only PTP is being transmitted on the network and when PTP shares the network with

FH traffic that has a periodic behavior as described in Section 3.1. Afterwards, Section 5.3

analyzes the TDD packet classifiers. Then, Section 5.4 presents the performance of the proposed

mechanism to compensate QIA delay. Finally, the performance of the sample minimum, sample

maximum, sample average and KF are analyzed in terms of max|TE| in Section 5.5.

5.1 Experimental Setup

In terms of network configuration, the FH network used in this work is composed of GbE

network switches, where the master (BBU) and slave (RRU) clocks are connected in a tree

topology with both RRUs connected to the same aggregation node, as shown in Fig. 4.1. Be-

sides, as discussed in Section 4.1, the testbed can be configured with two types of network hops

using the switches described in Table 4.1. The first option is a dedicated port-based VLAN con-

figured using only one PTP-unaware switch, in a way that one switch acts as multiple hops. The

second option is based on multiple physical switches, where each hop is indeed an individual

switch. The former option was used in previous works [19, 36]. However, it will be shown that

the total processing delay differs between the configurations.
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In the experiments, both RRUs are served by the central BBU. Each RRU has two antenna

carriers ηa = 2. Thus, the FH traffic at the BBU is configured to transmit 4 independent LTE

5 MHz baseband streams, two for each RRU. Similarly, each RRU transmits 2 streams, one for

each AxC, in the uplink to the BBU. Additionally, the FH packets are transmitted in unicast

and are configured with ηspf = 64 and liq = 20 bits. Consequently, the transmission delay is

tfh = 1.632µs, with an interpacket gap tipg = 96 ns.

The PTP is configured with a periodicity of 64 exchanges per second, where each packet

has 80 bytes, 54 bytes for the PTP information and 26 bytes used for the Ethernet header,

resulting in a transmission delay of tptp = 640 ns. The PTP measurements, also called raw

measurements in this chapter, are calculated using (2.16).

The testbed is flexible and presents many types of configurations. For instance, the ex-

periments presented in this work use two different types of oscillators on the slave clock. The

first is the XO, with frequency stability of ±50 ppm, and the second is the OCXO, with fre-

quency stability of ±5 ppb. One should note that, as discussed in [44], the error associated with

the ground truth labels (from the PPS-RTC) depends on the chosen oscillator due to the RTC

implementation. Therefore, the error associated with the true labels ranges within ±4 ns when

using the OCXO oscillator, and ±8 ns when using the XO.

As discussed in Section 4.5 the experiments are based on datasets acquired from the

testbed. However, before starting the acquisition process, an initialization procedure is per-

formed. The slave clocks estimate and correct the frequency offset by running a real-time

mechanism until the frequency offset remains within ±59.6 ppb (i.e., ±59.6 ns/sec). After the

initial procedure, the PTP-RTC operates in a free-running mode so that there are no corrections

to the timestamps in the hardware. In this way, we can capture the natural evolution from the

timestamps and only correct (apply the synchronization procedure) in software using the algo-

rithms described in Chapter 3. The adopted datasets consist of 45 minutes of acquisition. For

fairness, the initial 10 minutes are discarded to ignore the transient state of some algorithms.

Thus the performance is evaluated based on the last 35 minutes.

Finally, the performance of the algorithm used to estimate the time offset is evaluated in

terms of the max|TE| metric from (2.12). More specifically, the max|TE| is calculated over a

one-minute observation window, i.e., there is one value for every minute of the experiment.
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5.2 Delay Analysis

This section analyzes the delay experienced by the PTP messages over the experiments

analyzed in this work. In PTP-unaware networks, the synchronization performance is heavily

impacted by the characteristics of the delays experienced by the PTP packets. Hence, it is

helpful to analyze the delay distribution to understand the performance achieved by the raw

PTP measurements and the algorithms discussed in Chapter 3.

The delays presented in this section are based on the true delay experienced by the PTP

packets. PTP-DAL calculates the true delay using the auxiliary timestamps, as discussed in

Section 4.5. More specifically, the true delay in the m-t-s and s-t-m are calculated using (4.4)

and (4.5), respectively.

In this section, the PTP delay distribution is analyzed using the two types of hop configu-

ration: port-based VLAN and physical hops through multiple physical switches. In addition to

the hop configuration, Section 5.2.1 analyzes the distinct delay experienced by the PTP packets

when using a network exclusively for transmitting PTP packets, and Section 5.2.2 analyzes the

delay when PTP shared the network with FH traffic.

5.2.1 PTP without FH Traffic

Fig. 5.1 shows the PTP delay distribution from one to four hops in the m-t-s and s-t-m

directions. The distribution of delays in the m-t-s direction is shown with the filled histograms,

while the unfilled ones show the delay in the s-t-m direction. Fig. 5.1a and 5.1b show the delay

distribution with a port-based VLAN setup using switches #1 and #2 from Table 4.1, respec-

tively. The experiments with switches #3 and #4 were omitted because the delay distribution is

very close to the ones from switch #2, since switches #2, #3, and #4 are similar models from

the same manufacturer, which have very close characteristics. Note that the delay distribution

in all hop configurations presents a shape that resembles the uniform distribution.

Furthermore, Fig. 5.1 shows that different switches introduce delays with specific charac-

teristics depending on their internal components and implementation. Switch #1 has a distinct

delay distribution when compared with the delays from switch #2. It also introduces a different

delay asymmetry per hop as summarized in Table 5.2 and Table 5.3. One of the main differences

between switch #1 and #2 is on the dispersion of the distribution. The delay distribution from

switch #1 presents approximately a standard deviation (SD) of 160 ns and the distribution span
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between 600 and 700 ns for all hop configurations. On the other hand, the delay distribution

from switch #2 presents approximately a SD of 100 ns and a span between 380 ns and 430 for

all hop configurations.

As discussed in Section 2.2.2, the total delay that a PTP event message suffers through

the network is composed of different components. Furthermore, the delay components can

be divided between static and dynamic. The delay components modeled as a realization from

a random variable are the queueing and processing delay, as summarized in Table 2.1. One

should note that Fig. 5.1 shows the delay when only PTP packets are present in the network,

so there is no queuing delay contribution. Therefore, the processing delay is the predominant

source of random noise and determines the shape of the delay distribution. Thus, we can use

such results to understand the contribution of the processing delay on the PTP packets.

(a) With switch #1 using VLAN-based network.

(b) With switch #2 using VLAN-based network (similar distribution with switches #3 and #4).

Figure 5.1: True delay distribution in the m-t-s and s-t-m direction using port-based VLAN in a one to

four-hop configuration in absence of FH traffic.

In the case where the queueing delay is zero, the total delay left is given by the propaga-

tion, transmission, processing and PHY latencies from the master, slave and switch nodes. As
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Figure 5.2: True delay distribution in m-t-s and s-t-m direction using multiples physical switches in

absence of FH traffic. The 1-hop configuration uses switch #4, 2-hops uses switches #4 and #1, 3-hops

uses #4, #1 and #2 and 4-hops with all switches.

discussed in Section 5.1, the PTP packet has 80 bytes, so the transmission delay using a GbE

link can be calculated using (2.20). The transmission delay from one to four hops is summa-

rized in Table 5.1. For simplicity, we can consider the propagation delay as zero, as it has a

negligible contribution due to the small length of the Ethernet cables used in the testbed.

Table 5.1: Transmission delay considering a PTP frame with 80 bytes and a GbE interface.

Number of hops 1 2 3 4

PTP Transmission delay (µs) 0.64 1.28 1.92 2.56

Table 5.2: Average delays from switch #1 using port-based VLAN.

Number of hops 1 2 3 4

Delays in m-t-s (µs) 5.21 8.46 12.24 16.03

Delay in s-t-m (µs) 4.34 8.67 12.46 16.75

Asymmetry (ns) 865.46 -218.25 -219.42 -721.37

Thus, if we subtract the constant transmission delay, summarized in Table 5.1, from the

total delay experienced in each direction, summarized in Table 5.2 and Table 5.3, the delay

left is the sum of the processing and PHY latencies. If we consider that the PHY latencies are

constant and calculate the difference between the hops, for the experiments with switch #1 and
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Table 5.3: Average delays from switch #2 using port-based VLAN.

Number of hops 1 2 3 4

Delays in m-t-s (µs) 4.92 8.83 12.41 16.35

Delay in s-t-m (µs) 4.32 8.07 12.01 15.89

Asymmetry (ns) 594.97 765.87 407.68 456.85

#2, we can conclude that each hop is adding approximately a processing delay of 3.3 µs and 3.2

µs on average, respectively.

However, one thing to note is that if the processing delay of each hop is modeled as an

independent random variable, both the mean and the variance must scale in a chain of hops. This

is because the total delay would be the sum of the random variables. In theory, using the central

limit theorem, if we consider the processing delay at each hop as uniformly distributed, as we

start to add more hops, the sum of the independent random variables will tend to a Gaussian,

with its mean being the sum of the processing delay at each hop and its variance being the sum of

the variance of the processing delay of each hop. However, this behavior is not observed in the

delays from Fig. 5.1. Note that, only the mean scales with the number of hops, and the variance

stays the same, which indicates the switch may be processing the frame more efficiently when

the hops consist of internal VLANs.

Fig. 5.2 shows the delay distribution when using multiple physical switches and the aver-

age delay and asymmetry are summarized in Table 5.4. Note that, compared to the results from

Fig. 5.1, the average delays in all hop configurations stay roughly the same. However, the delay

distribution completely changes in a configuration with more than one physical hop. Here, the

central limit theorem applies and at each hop configuration, we can see that the final distribution

is the sum of the random processing delays. For instance, Fig. 5.3 shows the statistics (mean,

SD and span) from the delay distribution in the m-t-s direction. Note that, both mean and SD

scales with the number of hops.

Therefore, we can conclude that the switches used in this work, when configured with

the port-based VLAN setup, are smart enough to detect that the same data is being transmitted

between isolated VLANs and the processing step that has a variable latency only happens once.

In summary, the number of hops, in experiments using VLAN-based switches, only in-

creases the mean delay experienced by the PTP packets. The dispersion of the packets stays the
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Table 5.4: Delays using multiples physical switches.

Number of hops 1 2 3 4

Average delay in m-t-s (µs) 4.89 8.95 12.86 16.83

Average delay in s-t-m (µs) 4.29 7.98 12.40 16.33

Average asymmetry (ns) 606.86 966.50 464.38 504.28

Figure 5.3: Delay statistics in m-t-s direction using multiple physical switches.

same because the processing step that has a variable latency only seems to happen once. Thus,

in these scenarios, the processing delay has distribution close to the uniform independent of the

number of hops. On the other hand, when using multiple physical switches, the number of hops

contributes to the mean and also the variance of the total delay experienced by the PTP pack-

ets. Thus, in this scenario, the number of hops contributes to the PDV, and as the number of

hops increases, the PDV also increases. The processing delay in this case will have a Gaussian

distribution, where the mean and variance will depend on the number of hops.

5.2.2 PTP with FH Traffic

Fig. 5.4 shows the delay distribution when PTP shares the network with TDD FH traffic.

Comparing with Fig. 5.1 and Fig. 5.2, note that the PDV is substantially higher in Fig. 5.4. This

is caused by the high competition between the PTP packets and the FH packets for the same

outbound link, which causes a high queueing delay in this scenario.

Before proceeding with the analysis of the delay distribution shape when PTP shares the

network with TDD FH traffic, first, the impact of the processing delay is presented. Fig. 5.4a

shows the distribution in a port-based VLAN configuration and Fig. 5.4b shows the distributing
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when using multiple physical switches. In both figures, a four-hop configuration is used. Note

that the peaks on the delay distribution in both experiments are similar. However, if we look

at the individual components of the distribution, in the experiment with multiple switches, as

the processing delay has a more Gaussian shape, the individual components also have a more

Gaussian shape. More specifically, if we compare the delays over time experienced by the PTP

packets in Fig. 5.5 and Fig. 5.8, the maximum and minimum delays are more well-behaved

when using the VLAN-based setup because all the hops together are introducing a uniformly

distributed processing delay. Thus, the impact from the queuing delay determines the delay

distribution when PTP shares the network with FH traffic. However, the processing delay also

needs to be considered as it adds a random component contributing to the final PDV.

(a) With VLAN-based hops. (b) With physical hops.

Figure 5.4: Delay distribution with FH traffic.

Fig. 5.5a shows the delay distribution in the m-t-s direction using the VLAN-based setup.

Note that there are three levels of delay. The first level between 16 µs and 17 µs, the second

between 19 µs and 20 µs and the third above 20 µs. The first level is similar to the delay

distribution when only PTP is being transmitted on the network, in a 4-hop configuration, as

shown in Fig. 5.2. The reason for this is the behavior of the TDD system. In the time slots

that the FH are not used for transmitting radio data in the downlink direction, the PTP packets

in the downlink traverse the network without experiencing any queueing delay. On the other

hand, the second and third levels are the ones when PTP suffers queuing delay, i.e., when PTP

is transmitted with the TDD FH packets.

The queuing delay introduced by the FH packets comes from the store-and-forward mech-
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(a) m-t-s PTP delays (b) s-t-m PTP delays

Figure 5.5: Delay distribution and PDF using VLAN-based hops.

anism on the network switches. For instance, consider that the FH packet and PTP have a

transmission delay of tfh and tptp, respectively. In this case, if the PTP packet is transmitted

right after the FH packet, i.e. separately only by the interpacket gap tipg, by the time the PTP

packet is completely stored on the input switch port, the FH packet can still be in the outgoing

port (being transmitted). Thus, the PTP packet has to wait before it can be transmitted. More

specifically, this can happen when tfh is greater than tptp, which is true most of the time. In this

case, the worst-case queuing delay can be calculated by considering that the PTP packet will

have to wait for (tfh − tptp) on every hop.

As discussed in Section 5.1, the FH packets are sent as unicast-addressed messages. Thus,

the PTP packets on the m-t-s direction can depart behind a unicast FH packet sent to slave #1

or behind a packet sent to slave #2. In the case where it goes behind an FH packet sent to

the slave where the acquisition runs (slave #1), it experiences an extra queuing delay on the

last hop, namely (tfh − tptp). In this situation, the expected delay lies on the third delay level

shown in Fig. 5.5a. In contrast, when it goes behind the FH packet set to the other slave, it

does not experience an extra queuing delay on the aggregation node, given that the FH packet

is forwarded through another port. Thus, the expected delay lies on the second delay level.

By comparing the delays experienced by the packets in the s-t-m direction to the delays

in the m-t-s, in Fig. 5.6, note that the s-t-m direction experiences higher delays. This is caused

by the aggregation node present in the adopted tree topology (see Fig. 4.1). The PTP and FH

packets from both slaves compete for the single outbound port to the master, which causes
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an extra delay. On the other hand, the packets in the m-t-s direction experience lower delays

because they do not experience contention.

Similarly to the distribution on the m-t-s direction, the distribution on the s-t-m have

different levels of delay. Fig. 5.5b shows two levels. The first level, between 16µs and 17µs, is

the delay experienced by the PTP packets when traversing the network without queueing delay,

which occurs when the PTP packets are transmitted in the time slots that the FH is not being

used by the TDD system in the UL direction. The second level, above 17µs, happens when PTP

packets suffer queueing delay. The peak of the second level happens when there is a collision

on the aggregation node between two FH packets and the PTP packet has to wait for the two

FH packets, one from each RRU.

(a) With XO oscillator. (b) With OCXO oscillator.

Figure 5.6: Delay distribution with FH traffic.

The distribution in the experiments with XO and OCXO shown in Fig. 5.6a and Fig. 5.6b

are very similar. This is because the mechanism discussed in Section 3.1 is being used to control

the FH streams from all devices (BBU and RRUs) synchronously. In the end, we can expect to

have the same distribution in the experiments with the same characteristics independent from

the oscillator used.

Fig. 5.7 and Fig. 5.8 are the delays over time experienced in the experiments with XO and

OCXO, and multiples physical switches. The discussion about the distribution shape is similar

to the one given for Fig. 5.5. All the levels in the m-t-s and s-t-m have the same explanation, the

only thing that changes is the shape of the individual components. Instead of well-behaved and

uniformly distributed levels, as shown in Fig. 5.5, the experienced delays when using multiples
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switches have a more Gaussian shape, with tapered probabilities on the extremes (maximum

and minimum delays).

(a) m-t-s PTP delays (b) s-t-m PTP delays

Figure 5.7: Delay distribution and PDF using XO oscillator.

(a) m-t-s PTP delays (b) s-t-m PTP delays

Figure 5.8: Delay distribution and PDF using OCXO oscillator.

5.3 TDD Packet Classifier Experiments

This section presents the results from the two methods described in Section 3.2, to classify

the PTP packets into good and bad packets. The good packets are the ones that traverse the net-

work without suffering any queuing delay and the bad packets are the ones that suffer queueing.
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Section 5.3.1 presents a discussion regarding the method based on the modulo operator, which

is useful to understand how the delay from PTP packets are impacted based on the TDD cycle

location. Finally, Section 5.3.2 evaluates the performance of the K-means-based classifier.

5.3.1 PTP Cycle location

As discussed in Section 5.1, the experiments presented in this chapter use a TDD cycle as

illustrated in Fig. 3.3, where the downlink is active for 7 ms, the gap has 1 ms and the uplink

has 2 ms. The experiments use 64 PTP exchanges per second. Thus, we expect to have a PTP

configuration as described in Fig. 3.6d, where, in a window of 16 samples, 11 samples are

located at the downlink time slot, 1 sample at the gap and 3 samples at the uplink. If the PTP

starts to be transmitted aligned with the FH cycle, we would also expect to have the 13th sample

located in the gap, the 6th, 15th and 8th samples located in the uplink and all the other samples

are located in the downlink time slot.

Fig. 5.9 shows the packet delay over the TDD cycle location calculated using the modular

operation with a different number of samples. Thus, the horizontal axis shows the PTP location

calculated with equation (3.2) and the vertical axis shows the true packet delay calculated by

PTP-DAL using equations (4.4) and (4.5) for the m-t-s and s-t-m directions respectively. Recall

from Section 3.2.1 that if the PTP packets are transmitted in the m-t-s direction, the samples

located at the TDD downlink slot have a high probability of experiencing high delay caused by

the queueing delay. On the other hand, the samples located at the gap and uplink slots have a

high probability of experiencing zero queueing delays, resulting in a low packet delay. Simi-

larly, the PTP packets transmitted in the s-t-m direction have a high probability of experiencing

high delays only when transmitted in the uplink slot.

A window for 16 samples is shown in Fig. 5.9a and Fig. 5.9b. Note that the location of the

samples does not match with Fig. 3.6d. The reason is that the PTP stream and the FH stream

do not start at the same moment, which means that the first PTP sample is not transmitted

at 0 ms. Consequently, there is a shift in the position of PTP samples in relation to the FH

cycle. Furthermore, Fig. 5.9b shows that in a window of 16 samples in the s-t-m direction, 3

samples appear with a high packet delay, which matches with the theoretical analysis presented

in Fig. 3.6d. However, Fig. 5.9a shows that in this window of 16 samples in the m-t-s direction,

5 samples experienced lower packet delay instead of 4 as shown in 3.6d. This happens because

the samples close to the boundary between the TDD slots can be located at the next time slot
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(a) m-t-s direction with 16 packets per second. (b) s-t-m direction with 16 packets per second.

(c) m-t-s direction with 256 packets per second. (d) s-t-m direction with 256 packets per second.

(e) m-t-s direction with 16384 packets per second. (f) s-t-m direction with 16384 packets per second.

Figure 5.9: PTP cycle location in the experiment with the XO oscillator.
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depending on the moment the PTP stream starts. For instance, in Fig. 3.6d, if the first PTP is

transmitted at 0.2 ms, all the other samples would have a shift of 0.2 ms to the right, thus, the

4th sample would be located at the gap slot. In this situation, there would be 5 samples with

low packet delay. In this case, the PTP samples on the uplink would continue to have only 3

samples with high delay.

Fig. 5.9c and Fig. 5.9d show the same plot with 256 samples. Note that, we could classify

the good and bad packets based on the cycle location. For instance, the good samples on the

downlink would be the ones located between 6 and 8 ms, and the ones located between 7 and 8

ms for the uplink. However, as time passes, and we increase the number of samples on the plot,

the samples start to move to the right. In the end, becomes difficult to differentiate the good and

bad packets based on their location as shown in Fig. 5.9e and Fig. 5.9f. This error accumulated

over time is primarily related to the fact that the size of the TDD cycle, on the implementation

described in Section 4.4, is not exactly 10 ms, it has an error close to 648 ns. Thus, over time

this error accumulates and the samples start jumping positions.

The analysis of the error associated with the TDD cycle is beyond the scope of this work.

Therefore, this method can be used to classify the packets over a small window of samples. In

the next section, the results from the K-means-based classifier are presented.

5.3.2 K-means Based Classifier

Next, the goal is to evaluate the performance of the K-means-based classifier discussed in

Section 3.2.2. Fig. 5.10 shows the classification process, where the figure shows the level from

the two clusters, denoted as Cmax and Cmin, the outlier threshold and finally how each sample

is classified. Fig. 5.10a shows the classification process in the m-t-s direction and Fig. 5.10b

shows the classification process in the s-t-m direction in the experiment with XO oscillator. The

result with the OCXO oscillator is very similar so it is omitted from the text.

Note that in both cases, visually, the method has been able to classify the packets in the

two clusters correctly. Besides, the proposed way to filter the outliers from the good packet

cluster by relying on the standard deviation also works as expected. However, the testbed has

no programmatic way to confirm that a packet traverses the network without suffering any

queueing delay. So, to assert the classifier performance, we use the true delays calculated by

PTP-DAL and the information about the true delay distribution presented in Section 5.2.1 and

Section 5.2.2. Thus, by knowing the delay distribution experienced by the PTP packets when
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they do not share the network with FH traffic in a configuration with 4 hops, as shown in Fig. 5.3,

we can confirm that the method can classify the packets correctly with an accuracy of 99%.

(a) m-t-s direction (b) s-t-m direction

Figure 5.10: K-means classification in the experiment with XO.

Figure 5.11: Confusion matrix in the experiment with XO.

Additionally, instead of classifying the packets individually in each direction, we could

classify a complete PTP exchange in four classes "GG", "GB", "BG" and "GG". Where the first

letter is related to the classification of the Sync message, and the second is for the classification

of the Delay-Req message. Fig. 5.11 shows a confusion matrix, which provides the model

performance in terms of the percentage of correctly and incorrectly predicted samples for each

class. Note that, the model correctly predicted the "GG", "BG" and "BB" classes. The model

errors were concentrated on the "GB" class.
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Additionally, Fig. 5.12 and Fig. 5.13 show the final classification for both experiments,

with XO and OCXO oscillators. Fig. 5.14 presents a bar plot with the probability of each class

calculated with the output from the K-means classifier.

Note that the class "GG" happens approximately 10% of the time. Similarly, the classes

"GB", "BG" and "BB" happens approximately 20%, 69% and 1%, respectively. This is expected

given the characteristics of the TDD cycle configuration. For instance, as the traffic in the

downlink will be active 70% of the cycle (7 ms), the PTP packets transmitted in this direction

will be affected, and consequently, these packets will be classified as bad. Meanwhile, the

PTP packets transmitted in the uplink direction will experience zero queuing delay. Therefore,

the PTP exchange with bad Sync and good Delay-Req (denoted as BG) are expected to happen

approximately 70% of the time. The probability of the "GG" and "GB" classes can be explained

similarly. Note that, the class "BB" occurred approximately 1% of the time. This means that the

PTP packets in both directions suffered queueing delay, which happens mostly on the transitory

delays as showed in Fig. 5.12 and Fig. 5.13.

(a) m-t-s direction. (b) s-t-m direction.

Figure 5.12: TDD packet classification in the experiment with XO.
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(a) m-t-s direction. (b) s-t-m direction.

Figure 5.13: TDD packet classification in the experiment with OCXO.

Figure 5.14: Bar plot with the probability of each class calculated with the output from the K-means

classifier.
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5.4 Queuing Induced Asymmetry Experiments

In this section, we evaluate the results from the proposed QIA mechanism presented in

Section 3.4.2. The PTP packets are classified between good and bad based on the K-means

classifier presented in the last section. Thus, the QIA mechanism uses the packet classification

as presented in Fig. 5.12, for the experiment with XO, and Fig. 5.13, for the experiment with

the OCXO oscillator.

The independent estimates, ∆̃dGB
ms [n] and ∆̃dGB

sm [n], calculated using (3.30) are showed

in Fig. 5.15a and Fig. 5.15b. Fig. 5.16 shows the calculated bias with (3.31). Recall that

the objective is to use the estimates from (3.31) to compensate for the bias on the time offset

measurements from (2.16).

(a) In m-t-s direction. (b) In s-t-m direction.

Figure 5.15: Estimated delay difference in the experiment with XO oscillator.

Fig. 5.17a shows the error of the time offset measurements calculated with (2.16). Those

errors are mostly from the delay asymmetry, as discussed in Section 5.2. Comparing those errors

with the estimated bias from Fig. 5.16, we can see that the delay distribution on the higher and

lower levels matches very well with the levels shown in Fig. 5.16. The only level that does not

appear in Fig. 5.16 is the one close to 0. This is expected because this level is associated with

the packets that are transmitted without queuing delay. Hence, the queueing delay is zero for

those packets.

Fig. 5.17b shows the time offset measurement error after applying the QIA correction.

The correction is made using (3.32). We can see that the residual bias affecting the time offset
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Figure 5.16: Estimated QIA delay in the experiment with XO.

(a) Without QIA correction. (b) With QIA correction.

Figure 5.17: Time offset measurements error in the experiment with XO.
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measurement is the bias that exists when the PTP is transmitted without FH traffic as showed in

Section 5.2.1.

Fig. 5.18a and Fig. 5.18b show the estimated delay differences for the experiment with the

OCXO oscillator. As the delay distribution on the XO and OCXO experiments does not change,

the results are very similar. Fig. 5.19 shows the estimated QIA. Finally, Fig. 5.20a shows the

time offset error from the PTP measurements before the QIA correction and Fig. 5.20b shows

the error after correction.

(a) In m-t-s direction. (b) In s-t-m direction.

Figure 5.18: Estimated delay difference in the experiment with OCXO oscillator.

Figure 5.19: Estimated QIA in the experiment with OCXO oscillator.

Fig. 5.21 present the max|TE| results with and without the proposed QIA mechanism for

both oscillators. In both experiments, there is a gain on the PTP performance by correcting the
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(a) Without QIA correction. (b) With QIA correction.

Figure 5.20: Time offset measurement error in the experiment with OCXO oscillator.

queuing delay affecting the PTP packets that are transmitted with FH traffic. More specifically,

the max|TE| without correction presents on average 3364.23 ns, and after correcting the QIA,

the max|TE| goes to 835.95 ns on the experiment with XO. In the experiment with OCXO,

the max|TE| without correction presented on average 3340.55 ns and 863.54 ns with correc-

tion. Therefore, by using the proposed method, we obtained an improvement of approximately

75% in both cases. The analysis of using the proposed method to correct the QIA delay as a

preprocessing step for the time offset estimate algorithms is postponed to the next section.

(a) With XO. (b) With OCXO.

Figure 5.21: max|TE| results from the experiments with four physical hops.
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5.5 Synchronization for TDD FH Experiments

The objective of this section is to analyze the max|TE| performance of the algorithms

presented in Section 3.3 when PTP traffic is sharing the network with the TDD FH traffic,

as discussed in Section 5.2.2. More specifically, this section presents an analysis in terms of

the max|TE| performance with and without bias correction, using the PTP-DAL correction as

discussed in Section 4.6. Besides, the performance using the QIA corrections from Section 5.4

is also presented. Furthermore, this section presents the results from the experiments with XO

and OCXO oscillators.

Fig. 5.22 shows the max|TE| results from the experiment using the XO oscillator and

four physical hops. Fig. 5.22a shows the max|TE| over time without bias correction, Fig. 5.22b

shows the max|TE| after applying the QIA corrections presented in Fig. 5.16, and Fig. 5.22c

shows the results with the ideal bias correction. To help with the analysis, Fig. 5.23 shows the

violin plot version from the results shown in Fig. 5.22, which shows the minimum, maximum,

average and shape of the max|TE| results. The raw PTP measurements were omitted to improve

the visualization of all figures. However, as shown in Fig. 5.21, the max|TE| from the raw

PTP measurements, calculated with (2.16), were 3364.23 ns and 835.95 ns for the experiments

without bias correction and with QIA corrections respectively.

In Fig. 5.22a, note that the algorithms converged to the delay asymmetry as summarized

in Table 5.5. The ones that use only the good TDD packets converged to the delay asymmetry

affecting the good packets as summarized in Table 5.6. Because of that, the standard KF and

the sample average are the two algorithms with the biggest max|TE| results, close to 1030 ns,

which is close to the average asymmetry summarized in Table 5.5. On the other hand, the TDD

version of both algorithms, which only uses the packets classified as good to estimate the time

offset, "KF (TDD)" and "sample average (TDD)", presented the best max|TE| results, close to

290 ns, which is close to the average asymmetry summarized in Table 5.6. These results show

that the estimated values of all algorithms tend to the inherent bias due to delay asymmetry,

which indicates that the algorithms have a low variance.

The bias introduced by the delay asymmetry in a PTP-unaware network is one of the

biggest sources of error and each algorithm will have a specific bias depending on the operation

it performs on the packets. Therefore, in this scenario, the performance of the algorithm will

heavily depend on the associated asymmetry.

Fig. 5.22b shows the max|TE| results using the proposed QIA correction mechanism. By
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(a) Without bias correction. (b) With QIA correction.

(c) With ideal bias correction.

Figure 5.22: max|TE| results from the experiment with four physical hops and XO oscillator.

Table 5.5: Ideal delay asymmetry from the experiment with XO oscillator calculated by PTP-DAL.

Operator Minimum Average Maximum

Asymmetry (ns) 281 995.17 -563.50

Table 5.6: Static delay asymmetry from good packets from the experiment with the XO oscillator.

Operator Minimum Average Maximum

Asymmetry (ns) 315 255.31 328.5
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correcting the QIA bias, the performance of the algorithms that use the packets affected by

queuing delay improved substantially. In this scenario, the algorithms use the corrected version

from the PTP measurements from (3.32) or the compensated timestamp difference from (3.33).

For example, KF, sample average and sample maximum are the algorithms most affected by

bad packets. That is because, KF and sample average uses all the available data to estimate the

time offset, and the sample maximum selects the packets that experienced the highest delays.

Thus, these algorithms showed improved performance after applying the QIA corrections. For

instance, KF and sample average presented a similar performance close to 1030 ns without any

bias correction, and after correcting the QIA bias, the max|TE| from KF and sample average

decreased to approximately 278.1 ns and 291.3 ns, respectively. These results correspond to an

improvement of approximately 70%. Besides, the sample maximum presented an improvement

of 50%, going from an average max|TE| of 607.3 ns to 291 ns.

On the other hand, the performance from the sample minimum and the algorithms that

use only good packets (marked with the suffix "(TDD)") remained with the same performance

in both scenarios. The reason is that the good packets are not affected by queuing delay. Thus,

the algorithms that only use good packets do not have any bias associated with queueing delay.

Besides, the sample minimum also does not benefit from the QIA correction. That is because

the sample minimum naturally tries to select the good packets by using the packets with the

minimum delay within a window to estimate the time offset. Therefore, comparing Fig. 5.22a

and Fig. 5.22b, after applying the QIA corrections, all the algorithms present closer results.

Note that the two versions of KF and the sample average are the ones with better perfor-

mance after the QIA correction. This can be related to the distribution from the error left on

the raw PTP measurements after correcting the QIA, which, as shown in Fig. 5.17b, has a more

Gaussian shape. Thus, the error left can be better filtered using KF, which is an optimal esti-

mator in the minimum mean-square error (MSE) sense, and the sample average, which tends to

the mean of the distribution in both directions. The proposed QIA method is very effective to

correct the delay introduced by queuing delay, as shown in Section 5.4. However, after correct-

ing the queuing, the PTP are still corrupted by all the other component that contributes to the

delay asymmetry such as PHY latencies, network processing delay, and others. That is why the

max|TE| from the algorithms converged to a value between 278 ns and 316 ns.

Fig. 5.22c shows the results with bias correction calculated by PTP-DAL. The ideal bias

is calculated as discussed in Section 4.6. This type of correction is feasible in APTS scenarios,
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where the PTP is used as a backup. Thus, the slave clock can use the primary method used for

synchronization (e.g., GNSS) to calculate the bias present in the PTP measurements. Note that

even in this scenario, the algorithm based on average (KF and sample mean) presents the best

results, with a max|TE| close to 40 ns, and the sample minimum and sample maximum present

the two worst performances, with a max|TE| approximately 70 ns. This can be explained by

taking into consideration the delay distribution shown in Fig. 5.7. Note that, because the shape

of the individual components resembles the Gaussian distribution, the minimum and maximum

delays have fewer samples (and lower probability of being within a window) than the average

ones. Thus, the consistency from the sample minimum and maximum is more significantly

affected, which affects the time offset estimates.

(a) Without bias correction. (b) With QIA correction.

(c) With ideal bias correction.

Figure 5.23: max|TE| violin plots from the experiment with four physical hops and XO oscillator.

Fig. 5.24 presents the max|TE| results from the experiment using the OCXO oscillator.
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Fig. 5.24a shows the max|TE| without any bias correction. Fig. 5.24b shows the results using

the proposed QIA correction and Fig. 5.24c shows the results using the ideal bias correction.

Finally, Fig. 5.25 shows the violin plot version to help with the visualization.

Note that similar to the results from the XO, the algorithms converged to the delay asym-

metry summarized in Table 5.7 and Table 5.8. In the scenario without bias correction, shown

in Fig. 5.24a, all the algorithms achieved very similar results in terms of max|TE| compared

with Fig. 5.22a. In this scenario, the algorithms that use only use good packets ("KF (TDD)"

and "sample average (TDD)") and sample minimum, achieved the best performance in terms of

max|TE|, approximately 277.5 ns, 280.4 ns and 295 ns, respectively. While the normal version

from KF, sample average and sample maximum achieved an average max|TE| of 1036.88 ns,

1035.38 ns and 598.56 ns, respectively.

In the results with QIA correction, the algorithms converged to the asymmetry of the good

packets (residual asymmetry after correction of the queuing delay) similar to the case with XO.

The increase in performance is also similar, with approximately 70% for KF and sample average

and 50% for sample maximum. Note that, in Fig. 5.25b, sample maximum is the algorithm with

the minimum max|TE| on average. However, it also presents a big variance. Thus, we can not

consider sample maximum as the best algorithm in this case. Actually, sample maximum is

sensitive to the outliers present in the difference of the timestamp after the correction of the

QIA delay, using (3.33). Thus, the performance can be affected negatively or positively in an

unpredictable way.

The main difference is in the results with ideal bias correction. After correcting the error

due to the network delays, the achieved max|TE| performance was better because the OCXO has

better frequency stability than the XO. Thus, both versions from KF and sample average showed

an average max|TE| of approximately 20 ns. The sample minimum and sample maximum

achieved a max|TE| of 37.33 ns and 31.30 ns, respectively.

Table 5.7: Ideal delay asymmetry from the experiment with OCXO oscillator.

Operator Minimum Average Maximum

Asymmetry (ns) 268.50 1022.93 -591.50

Recall from Section 3.3.3 that the formulation from packet filtering algorithms used in

this work uses an adjusted version of the timestamp differences calculated with (3.3). The time
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(a) Without bias correction. (b) With QIA correction.

(c) With ideal bias correction.

Figure 5.24: max|TE| results from the experiment with four physical hops and OCXO oscillator.

Table 5.8: Static delay asymmetry from good packets from the experiment with OCXO oscillator.

Operator Minimum Average Maximum

Asymmetry (ns) 258.5 264.83 294
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(a) Without bias correction. (b) With QIA correction.

(c) With ideal bias correction.

Figure 5.25: max|TE| violin plots from the experiment with four physical hops and OCXO oscillator.
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(a) With XO. (b) With OCXO.

Figure 5.26: Cumulative drift estimation error on the experiment with four physical hops.

offset drift is used to enable large window lengths on the packet filtering algorithms. Fig. 5.26

shows the cumulative error between drift estimations and the true drift. Fig. 5.26a shows the

results in the experiment with the XO, using W = 8 and N = 1024 in (3.21), which were the

best parameters found by PTP-DAL’s optimizer. Fig. 5.26b shows the results in the experiment

with the OCXO with parameters W = 8 and N = 4096. Note that, as expected, the observation

window N with the OCXO is larger compared with the XO due to better frequency stability.

Besides, the error in the experiment with the XO shows an oscillation, reaching approximately

200 ns of error, where the result with OCXO remains almost constant between 10 ns and 50 ns.

These errors can be related to using the minimum operator for filtering the packets in (3.21),

which has a high variation due to the distribution shape from Fig. 5.7a and Fig. 5.8a. However,

even with such errors, this drift compensation strategy helps the performance of the packets

algorithm by enabling larger window sizes.

Furthermore, all algorithms presented in this section use the optimal configuration found

by PTP-DAL to generate the final results. For example, the packet selection algorithms use

an observation window with length N and KF needs to initialize the covariance matrix Q,

which is unknown. For that, PTP-DAL implements optimizer methods that are used to find

the best window length for the packet selection algorithms, and the best pair of covariances

for the KF. Fig. 5.27 shows the optimization for the experiment with XO and OCXO. Both

figures show the window lengths in terms of max|TE| for the case without bias correction. The

other optimization plots for the other two scenarios, with QIA correction and with ideal bias
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correction, were omitted since they present a similar idea. Fig. 5.28 shows the optimization

process for the two implementations of the KF filter. The optimization plot only shows the

result without bias correction because the KF optimal parameters do not change for the other

scenarios, as the bias correction shifts the max|TE| by a constant value, which does not change

the optimal point.

(a) With XO. (b) With OCXO.

Figure 5.27: max|TE| in terms of window length using four physical hops and without bias correction.

In the packet selection optimization shown in Fig. 5.27, note that the curves start with a

higher max|TE| and reach a plateau. This behavior indicates that the algorithms benefit from

increasing the window length until a certain point, after which there are no benefits, and the per-

formance may start to degrade. Moreover, the best window lengths found for sample minimum,

maximum, average and average (TDD) were 213, 214, 212 and 213, respectively. For the exper-

iment with the OCXO, the best window lengths found were 214, 215, 214 and 215, respectively.

Note that, due to superior frequency stability, the optimal window length in the experiment with

the OCXO was bigger for all estimators.

In the KF optimization, PTP-DAL tries to minimize the average max|TE| by varying the

diagonal values of the Q matrix in a range from 10−18 to 104 and selecting the pair that yields

the lowest mean max|TE|. Recall from Section 3.3.2 that the matrix Q is defined as the state

noise covariance matrix. The variance of the process noise affecting the time offset is denoted as

σ2
wx

and the variance of the process noise affecting frequency offset is denoted as σ2
wy

. Fig. 5.28

shows the mean max|TE| of the system, represented with a range of colors when the filter is

initialized with each par of variances. The pair that yielded the lowest max|TE| is marked with



89

(a) Standard KF version. (b) TDD KF version

Figure 5.28: Heatmap from KF Q matrix tunning using four physical hops and the XO oscillator.

(a) Without bias correction. (b) With QIA correction.

Figure 5.29: Heatmap from KF Q matrix tunning using four physical hops and the OCXO oscillator.
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a star. The heatmap plot can also be used to analyze the impact of the process noise on the

filter performance. Note that, in both cases, the pair of variances selected for the regular KF

(processing all PTP measurements) was very close to the pair selected for the TDD version of

KF (processing good packets only). This is because, independent of the observation samples,

Q represents the intrinsic stochastic uncertainty present in the system state model.

Fig. 5.29 shows the optimization process for the experiment with the OCXO. Note that

Fig. 5.29 shows that the experiments with the OCXO perform better when the diagonal values

of Q are initialized with smaller values than in the experiments with the XO. This is because

the OCXO has better stability than the XO. Consequently, the variance of the noise affecting

the time and frequency offsets are smaller. We can also see that the experiments with the XO

are more strongly affected by the variance values.



Chapter 6

Conclusion and Future Work

This chapter provides a summary of the content presented in this work and emphasizes

the results. From the results, some conclusions are presented and directions for future research

are proposed.

6.1 Conclusion

This work investigated the PTP performance over a cost-effective PTP-unaware network

that presents a periodic utilization pattern due to the TDD system. In PTP-unaware networks,

the PDV and delay asymmetry are the two main sources of error that affect the PTP perfor-

mance, which can be even worse in a TDD system due to the periodic and asymmetric traffic.

In this scenario, we showed that using the information about TDD system can help to alleviate

the noise that affects the PTP measurements.

In Chapter 3 we presented different techniques that can be used to classify the PTP ex-

changes as good or bad depending on the delay experienced by those packets or based on the

instant the PTP packet is transmitted with respect to the TDD time slot configuration. More

specifically, this work used the results from the proposed K-means-based classifier that is used

to classify the packets into good and bad individually in each direction, m-t-s and s-t-m. Ad-

ditionally, we discussed different algorithms used in the literature to estimate the time and

frequency offset using the PTP measurements, such as KF and the packet filtering algorithms.

Besides, we showed how the information about "good" and "bad" packets could be used to

improve the performance of these algorithms.

In this scenario, we also proposed a real-time mechanism used to estimate QIA delay
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affecting the PTP measurements. The proposed method uses the information about the TDD

periodic behavior to estimate the queuing delay. More specifically, the method relies on the

fact that with a high probability, the PTP packets will experience the maximum and minimum

delays, which can be used to calculate the queuing delay in each direction. We have shown that

the proposed method can effectively compensate for the queuing delay, in some cases leading

to performance improvements as high as 70%.

In Chapter 5, we presented an in-depth analysis of the delay suffered by the PTP pack-

ets with and without FH traffic and with different network configurations. We showed that

different switches introduce different processing delays. Moreover, we showed that one switch

introduces a delay that can be modeled as uniformly distributed, and a chain of multiple physical

hops introduces a processing delay that can be modeled with a Gaussian distribution. Addition-

ally, we also analyzed the delay experienced by the PTP packets when PTP shares the network

with FH traffic. In this scenario, we showed that the delay distribution is complex and contains

multiple levels of delay.

Finally, we presented an evaluation of the performance of different synchronization al-

gorithms in terms of max|TE|. These algorithms are widely used in PTP-unaware network as

they are helpful to filter the PDV and improve the time offset estimation. In all scenarios, the

algorithms converged on average to the associated delay asymmetry which suggests that the

algorithms have a very low variance. Our evaluation also showed that the average estimators,

such as sample average and KF, yield better results compared to sample minimum and sample

maximum in all the evaluated scenarios. The performance improvement from the average esti-

mators is related to the shape of the delay distribution. Additionally, KF and sample average,

in a scenario without any bias correction, presented a better result when using only the good

packets, going from a max|TE| of approximately 1030 ns to 290 ns. In the scenario with QIA

correction, all the algorithms presented similar results close to 290 ns, which is close to the

static asymmetry from the network. Finally, in the APTS scenario, the KF achieved the better

result with approximately 40 ns with the XO and 20 ns with the OCXO.
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6.2 Future Work

There are several future investigations to follow this work. First, the classification based

on the packet location, presented in Section 3.2.1, can be further explored to better understand

how the changes on the FH change the location of the PTP packets. Second, an in-deep analysis

of the relation between the PTP packet location and the TDD cycle. For instance, a study to

find the optimal combination between PTP periodicity and TDD cycle configuration. Third, a

new method of classification based on machine learning that combines the information from the

PTP cycle location with the classification based on the experienced delays could be explored.

Fourth, an analysis with distinct FH traffic, i.e., with packets of different sizes and different

types of network topology, would be interesting to understand the impact of such scenarios on

the PTP performance. Fifth, an analysis regarding the impact of FH packet size on the queuing

delay distribution that affects PTP performance. Lastly, new ways could be explored to improve

the PTP performance by dynamically scheduling the transmission of Sync and Delay-Req based

on the TDD time slot configuration.



Appendix A

Discrete Kalman Filter

The KF is an optimal estimation algorithm in the minimum MSE sense. It was first intro-

duced by Rudolf E. Kálmán in [42] and is a well-known and popular solution to state estimation

problems. The filter provides an efficient recursive way to estimate the state of a linear dynamic

system by combining the mathematical system model with a series of noisy measurements ob-

served over time. The idea is that, by combining these two pieces of information, we can

estimate the system state better than the estimate produced by either information alone.

A.1 State-space Representation

The KF formulation assumes a system state given by the process of the form:

sk = Aksk−1 +wk−1, (A.1)

where sk is a (n× 1) vector which contains the n state variables of the given dynamic system

at the time step k, Ak is a (n× n) matrix defined as the state transition matrix, and wk−1 is

the state noise defined as an (n× 1) zero-mean Gaussian vector. The matrix Ak is assumed to

be known, and it transform the state sk−1 at time step k − 1 to the state at time step k. Also,

the state noise usually does not refer to a specific source of noise. Instead, it is used to model

a combination of uncertainty sources between the system model compared to the real-world

system.

The measurements of the process are assumed to be linearly related to the system states.

Hence, the observations can be modeled as follows:

zk = Hsk + υk, (A.2)
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where zk is a (m× 1) vector with the measurements of the system at time step k, Hk is a

(m× n) matrix assumed to be known and defined as the observation transition matrix, and υk

is the measurement noise, which is assumed to be a (m× 1) zero-mean Gaussian vector.

Furthermore, the state and measurement noises, wk and υk, are zero-mean, mutually

uncorrelated, with covariance matrix Qk and Rk respectively given by:

Qk =

E
[
wkw

T
i

]
, i = k

0, i ̸= k,

(A.3)

Rk =

E
[
υkυ

T
i

]
, i = k

0, i ̸= k,

(A.4)

E [wkυi] = 0, (A.5)

where Qk is defined as the state noise covariance matrix and Rk is the measurement noise

covariance matrix. Both matrices are 0 when i ̸= k since the noise vectors are not correlated

with any of the previous samples.

The overall goal of KF is to find the best estimate of the system state at each time step

using the value predicted by the system model and using the information provided by the noisy

measurements. For that, it starts by predicting the behavior of the system at the next time step

(a prior estimate), e.g., using (A.1). Then, it adjusts the value predicted using the available

measurements (a posteriori estimate). Thus, the KF process can be described in terms of two

stages, predict and update, as shown in Fig. A.1.
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Predict stage Update stage

Initial Conditions
ŝ0

Measurements
zk

New estimate
ŝk

Figure A.1: Predict and update stages from Kalman filtering.

A.2 Prediction Stage

The prediction stage is responsible for propagating the mean of the previous system state,

denoted as ŝ−k−1 and its associated state estimation error covariance matrix, denoted as P−
k−1,

from time step k − 1 to time step k. The minus sign in superscript indicates that it is an a

priori state estimate. That is because, in the prediction stage, although it is an estimate from the

current instant k, it does not include the information provided by the observed measurements,

which will only be done in the update stage.

In the prediction stage, the system state at time step k − 1 is projected ahead to time step

k via the transition matrix A, as follows:

ŝ−k = E [sk]

= E [Ask−1] + E [wk−1]

= Aŝk−1, (A.6)

where the contribution of the state noise wk−1 is zero since it is assumed to be a zero-mean

(E [wk−1] = 0) random vector and uncorrelated with any previous w’s as pointed out in (A.3).

Next, we derive a recursive expression for the covariance matrix associated with the a

priori estimation error. First, we assume that we know the error covariance matrix associated

with ŝ−k−1. The estimation error at time step k − 1 is zero-mean and defined as:

e−k−1 = sk−1 − ŝ−k−1, (A.7)
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and the error covariance matrix associated with ŝ−k−1 is:

P−
k−1 = E

[
e−k−1e

−T
k−1

]
= E

[(
sk−1 − ŝ−k−1

) (
sk−1 − ŝ−k−1

)T]
. (A.8)

In a similar way, the error covariance matrix associated with the new a priori state (after pro-

jecting) is calculated using (A.1) and (A.6), as:

e−k = sk − ŝ−k

= (Ask−1 +wk−1)−Aŝk−1

= Aek−1 +wk−1, (A.9)

and the corresponding covariance matrix is defined as:

P−
k = E

[
e−k e

−T
k

]
= E

[
(Aek−1 +wk−1) (Aek−1 +wk−1)

T
]

= APk−1A
T +Qk. (A.10)

This way, using (A.10), the error covariance matrix can also be projected ahead. One can

observe that the covariance of the state estimate error becomes larger at the prediction stage

due to the summation with Qk, which means that the filter uncertainty always increases in the

prediction stage.

Finally, the equations (A.6) and (A.10) comprise the prediction stage of the KF and are

the ones needed in a practical implementation.

A.3 Update Stage

The update stage is responsible for combining the current a priori prediction ŝ−k with the

observed measurement zk in order to improve the state estimate. The output of this stage is

referred to as the a posteriori state estimate ŝk. For that, at each iteration, the KF produces

a new estimate of the system’s state by choosing a linear blending of the prior system state

estimation and the observed measurement, according to the following equation:

ŝk = ŝ−k +Kkνk, (A.11)
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where νk is the innovation1 or residual error, which it the difference between the measurement

zk and the transformed a priori estimation of the state, defined as:

νk = zk −Hkŝ
−
k , (A.12)

the innovation can be seen as the "new information" that could be incorporated by the filter.

Note that it is calculated in the so-called "measurement space", thus, the state ŝ−k should be

converted to the same unit that the measurements are being taken. For that, the matrix Hk,

called transition matrix, is used.

By substituting (A.12) in (A.11) one can obtain the well-known form to calculate the

updated (a posteriori) state estimate:

ŝk = ŝ−k +Kk(zk −Hkŝ
−
k ). (A.13)

time

state

k − 1 k

s−k−1

s−k

zk

sk

Residual Error
νk = zk −Hs−k

New state

Predict

Update
sk = s−k +Kkνk

Figure A.2: Pictorial representation of Kalman filtering process.

The "blending factor" Kk will be chosen in a way that the value with a smaller uncertainty

is considered more trustworthy. Hence, the new state estimate lies between the predicted and

measured values, and also has a small uncertainty than either of them alone. Fig. A.2 exempli-

fies the process. More specifically, in the Kalman theory, Kk is known as the Kalman gain, and

1Use the notation defined in [54], where the ν represents the innovation, e.g., what is new in the measurement.
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it aims to minimize the MSE of the state estimation. This minimization can be accomplished

by minimizing the state covariance matrix that follows:

Pk = E
[
(sk − ŝk) (sk − ŝk)

T
]
. (A.14)

By substituing (A.13) in (A.14) and performing the indicated expectations, it follows that:

Pk = (I−KkHk)P
−
k (I−KkHk)

T +
(
KkRkK

T
k

)
, (A.15)

where (A.15) is a general expression to update the state covariance matrix and it is also known

as Joseph form [55].

Next, the optimal Kk can be calculated by taking the derivative of the trace of (A.15)

with respect to Kk, setting the result equal to zero and then solving for Kk. For more details,

see [56, Chapter 4]. Finally, the resulting Kk that minimizes (A.15) is given by:

Kk = P−
k H

T
k

(
HkP

−
k H

T
k +Rk

)−1
. (A.16)

By substituting the optimal Kk from (A.16) in (A.15), one obtains the usual form to update the

error covariance matrix:

Pk = (I−KkHk)P
−
k . (A.17)

However, as shown in [56], (A.15) is valid for any gain, optimal or suboptimal, while

the (A.17) is only valid for the optimal gain calculated by KF using (A.16). Besides that, (A.15)

is shown in [56] to be more numerically stable than (A.17). Therefore, the filter implemented

in this work uses (A.15).

Finally, the equations (A.6), (A.10), (A.13), (A.16) and (A.17) form the recursive

Kalman filter algorithm.
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